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Editors’ Comments

Special Issue Editorial: Boards of Directors and the Governance of Technology

Introductory Comments

The role that digital technology plays in an organization has fundamentally changed since computers were first deployed. Digital technologies are now defining business models, shaping customer experiences, driving intelligent automation, enabling new ways of working and managing, supporting the creation of insights and connecting ecosystems. Through its innovative application, technology can open up strategic opportunities and even disrupt whole industries. As organizations navigated the Covid-19 pandemic, their dependence on digital technologies became apparent; the reality is that most organizations would not survive for long without their IT systems. But, this elevated role of technology raises significant risks.

The failure of digital technology investments can have a material impact on an organization, sometimes even bringing it to collapse. Cybersecurity attacks and data breaches, critical threats to an organization’s assets and operations.

---

Project failures and outdated infrastructure can cause serious operational problems and reputational damage. Technical debt, like financial debt, can be expensive to fund but also limit an organization’s operational and strategic choices.

An organization’s board of directors plays a crucial role in risk oversight by setting its risk appetite and developing a risk management framework to identify and manage ongoing risks, thereby ensuring resilience. But, at the same time, the board also has to ensure that the organization is set up to capitalize on strategic and operational opportunities.

---


In 2022, over the 2022 year-end holidays, Southwest Airlines suffered a meltdown that resulted in thousands of canceled flights and an $800 million pretax hit for the fourth quarter. The primary cause was the airline scheduling software that couldn’t handle numerous changes to crew assignments during severe winter weather. See Tufekci, Z. “The Shameful Open Secret Behind Southwest’s Failure,” New York Times, December 31, 2022, available at https://www.nytimes.com/2022/12/31/opinion/southwest-airlines-computers.html.


opportunities. The board's key purpose is to safeguard the organization's sustainability and success by governing its affairs. In their decision making, boards have a legal and fiduciary responsibility to act in the best interests of the organization and its stakeholders as well as to comply with legal and regulatory requirements. Boards can also have very defined roles and responsibilities, often enshrined in legislation and regulations.6

As boards do in financial and other matters, such as mergers and divestments, in today's digital economy, they must assure themselves that executive management is doing the right things, in the right way and optimizing value with respect to digital technology.7 This responsibility is eloquently expressed by the South African corporate governance code:

"Technology governance and security have become critical issues. Technology is no longer an enabler; the systems created by an organization provide the platform on which it does business, and technology is now both the source of many of an organization’s future opportunities and of potential disruption—an excellent example of how risk and opportunity are increasingly two sides of the same coin.

Technology is now part of the corporate DNA. Thus the security of information systems has become critical. Technology governance and security should become another recurring item on the governing body’s agenda.”8

However, governing digital technology poses a host of challenges for boards, including many board members’ lack of digital literacy, the absence of globally accepted standards for reporting the progress of projects and the status of digital assets (like the International Financial Reporting Standards for financial reporting9), difficulties in governing multi-year technology investments and inherent risks in technologies such as artificial intelligence (AI). Indeed, a fundamental characteristic of technology is that today’s leading edge is tomorrow’s legacy, presenting an ongoing challenge with attendant risks.

In this introduction to the special issue, we first provide an overview of the specific context for boards of directors, briefly exploring their function and role, together with the legislative and regulatory environment within which they operate. We do this not just to present the backdrop to the articles in the special issue but also to aid any researcher considering conducting IT governance board-level research, highlighting the particular nuances of boards and their responsibilities. Having examined how boards have historically dealt with technology, we explore some of the technology-governance issues that all boards face. We then identify gaps in our understanding of how boards can be more effective in their technology-governance role. After describing the editorial process for the special issue and the articles included in it, we end with some advice for researchers seeking to research this emerging topic.

Guest Editors’ Insights

Fiduciary Accountabilities of Boards

Boards are not usually directly involved in the day-to-day running of an organization; this is the role of the CEO and other chief officers (CFO, CIO, COO, CMO etc.), though some of these may also be members of the board as executive directors (as opposed to non-executive directors). Governance practices need to align the goals of the organization's owners or sponsors with those of management. In the commercial sector, shareholders play a key role in shaping the direction of the company by electing the board of directors whose role is to ensure that the company’s decisions, from major transactions to strategy, are in the best interests of the shareholders. In the public sector, directors are appointed by the government, often through a competitive process. Though the public sector

---


9 The International Financial Reporting Standards (IFRS) are a set of accounting rules for constructing the financial statements of companies. They are intended to make these statements consistent, transparent and easily comparable around the world.
Editors' Comments

Editors' Comments

appointment process may differ; directors’ responsibilities are largely the same as their counterparts in the commercial sector.

Different systems of governance operate in different jurisdictions and result in different types of board structures (see the Box 1 for a summary). The dynamics of the board and the responsibilities of directors will vary according to the board structure in operation. The role of the board may also be slightly different in a state-owned or family-controlled business.

Overall, the board of directors plays a critical role in ensuring that the company is operating responsibly and effectively and that it is delivering value to its shareholders and other stakeholders. In representing the interests of shareholders, key roles include:

- Hiring and overseeing senior management and their performance, including their compensation
- Together with management, setting the overall direction and strategy

In some countries, such as France, Italy and the Netherlands, company law permits companies to choose between two or even three alternative board structures. In some cases, a two-tier board—a management or executive board and a supervisory board—is mandatory if a company is of a certain size or has a certain number of employees.

Family-controlled businesses and state-owned enterprises often have board structures that reflect their unique circumstances, while conforming to listed company governance requirements where relevant. This is also the case for private-equity-owned businesses, which might have just one or a small number of non-executive directors until preparation for a listing, which will then involve building an independent board.

The role of the non-executive director in an organization where there is a majority shareholder may be quite different from that of a director in a listed company with a broad shareholder base, particularly if the majority shareholder has a seat on the board. The role will likely be advisory as decision making is unlikely to be by consensus because the majority owner will always have the final say.

While a board should set strategy is often a point of debate. Roger Martin makes a convincing argument against a board setting the strategy: “If the board feels it needs to do strategy for the company, it is prima facie evidence that it should fire the CEO. If a board that meets just a few days a year can do a better job of setting strategy than the CEO who is in the business 24/7, then the board has the wrong CEO. The right approach is an iterative process in which the CEO is in charge; because it is the CEO’s job to formulate strategy; but the CEO wisely gets the maximum amount of advice from the board – assuming that the board has useful insights.” See Martin, R. “The Board’s Role in Strategy,” Harvard Business Review, December 28, 2018, available at https://hbr.org/2018/12/the-boards-role-in-strategy.

Corporate responsibility has expanded over the last 20 years from social responsibility to now include the Environmental, Social, and Corporate Governance (ESG) issues that companies have to take into account in decision making. Many companies now produce ESG reports.
best practices exist, there’s no set structure for a board of directors. The composition and role of the board of directors will depend largely on the industry, stage of development, funding and organizational needs.

Unlike most C-suite roles, the role of a board director is also shaped by regulations and legislation. Most countries will have specific laws governing the operations of companies, including taxation obligations, that directors need to ensure are adhered to. Certain industries, for example financial services, medical devices and pharmaceutical, are governed by regulations that specify rules that must be adhered to. In banking, for example, “fitness and propriety” rules mean that some non-executive directors may need regulatory pre-approval for their designated board roles, including the chairman, chair of the audit committee and chair of the risk committee. In Germany, management board members of a bank cannot be appointed without the approval of BaFin, the Federal Financial Supervisory Authority.

In some countries, there are laws giving rights to shareholders over board decisions. Australia, for example, has a “two strikes” law giving shareholders more power to address what they may determine as excessive executive pay packages. If 25% or more of votes cast at two consecutive annual general meetings of an Australian securities exchange listed company oppose the adoption of a remuneration report, then the company must formally respond by asking all board members, except the managing director, to stand down for re-election within 90 days. In addition, key management personnel whose remuneration is disclosed in the company’s remuneration report are excluded from voting because they have a material interest in the outcome.

Many jurisdictions also have specific governance codes, a set of principles and leading practices, that also shape the governance of an organization. The philosophy of these codes varies from an “apply and explain” approach to the more commonly used “comply or explain” approach. Adoption of any code is voluntary unless prescribed by law or stock exchange listing requirements. For example, the first version of the U.K.’s Corporate Governance Code (often referred to as “the Code”) was published in 1992 by the Cadbury Committee. It defined corporate governance as “the system by which companies are directed and controlled,” noting that “Boards of directors are responsible for the governance of their companies. The shareholders’ role in governance is to appoint the directors and the auditors and to satisfy themselves that an appropriate governance structure is in place.”

Over the years, the Code has been revised and expanded to take account of the increasing demands on the U.K.’s corporate governance framework. At the heart of the current version is a set of principles that emphasize the value of good corporate governance to long-term sustainable success. By applying the principles, companies are expected to demonstrate throughout their reporting how the governance of the company contributes to its long-term sustainable success and to wider objectives. Achieving this depends crucially on the way boards and organizations apply the spirit of the principles. The Code does not set out a rigid set of rules; instead, it offers flexibility through the application of principles and through “comply or explain” provisions and supporting guidance. It is the responsibility of boards to use this flexibility wisely and of investors and their organizations to ensure that rules are adhered to.


In France, almost all large listed companies abide by the French Association of Private Enterprises (AFEP) – Movement of French Enterprises (MEDEF) Code.

15 The UK Corporate Governance Code, Financial Reporting Council, July 2018. See also Key Agreed Principles to Strengthen Corporate Governance For U.S. Publicly Traded Companies, National Association of Corporate Directors, April 2011, available at https://www.nacdonline.org/all-governance/governance-resources/governance-research/future-of-the-american-board―reports/key-agreed-principles/#:~:text=The%20Key%20Agreed%20Principles%20to,improve%20the%20internal%20functioning%20of; these principles provide guidance for corporate leaders on improving the internal functioning of America’s boardrooms.
advisors to assess differing company approaches thoughtfully.

Over the years, the courts have often had to decide if a company’s board of directors acted appropriately, but have been reluctant to second guess the business decisions of a board even if those decisions have had disastrous outcomes. However, courts have generally recognized that boards have certain duties or responsibilities to shareholders. These fiduciary duties include the duty of care and the duty of loyalty. Essentially, the former mandates that the board must be acting in good faith for the benefit of the company. Board members must believe that the actions they are taking are in the company’s best interest given a reasonable investigation of available options. The latter prescribes that board members may not act in their own best interest or engage in self-dealing while making decisions or taking actions on behalf of the company.

Board responsibilities are sometimes delegated to specific board committees such as audit, compensation, and nominating and governance. These committees are sub-groups of directors who advise the board on a specific area. Occasionally, external experts are invited to serve on a board committee, particularly if they bring specific experience, skills, contacts or knowledge. Though it is unusual for committees to have decision-making authority, they can help the board deal with complex or numerous issues more efficiently. For example, the primary purpose of the audit committee is to provide oversight of the financial reporting process, the audit process, the company’s system of internal controls, and compliance with laws and regulations. The nominating and governance committee makes recommendations for new board members, with the nominations being voted on at the shareholder meeting.

In many jurisdictions, specific committees are now required by law or stock exchange rules. For example, in the United States, the Sarbanes-Oxley Act of 2002 requires all U.S.-based publicly traded firms to have an audit committee. The New York Stock Exchange and NASDAQ require all listed company boards to have compensation and nominating committees. Requirements for membership of these committees are also prescribed.

### Information Technology and Boards

Prior to the Internet opening up fully for commercial activity in the early 1990s, it would be fair to say that governance of IT by boards was very limited, if practiced at all. Indeed, few C-suites would even have paid much attention to IT. If boards did exercise oversight, it was perhaps the tracking of a major technology investment like enterprise systems that companies were beginning to roll out at that time or a significant business process re-engineering initiative. While there were examples of leading companies striving to gain a competitive advantage from their technology investments, the vast majority of organizations saw IT as an operational issue, falling under the purview of management. Outsourcing had elevated IT as a risk discussion in some boards, though the vast majority considered outsourcing as eliminating what was perceived as the “IT problem.”

Despite the long history of information technology being promoted as a source of competitive advantage, it was the Internet that really raised the potential role of tech for business, starting with e-commerce opportunities, and fueled the beginnings of a conversation about what would eventually be called “digital disruption” — a concept that captured the interests of some boards. For many organizations, fears about the Year 2000 (Y2K) software problem, and the potential threat to their businesses if the problem wasn’t addressed, saw this issue appear on board agendas for several years leading up to the new millennium.

---


20 Though digital disruption is currently a hot topic, we would like to dial down the discussions. Julian Birkinshaw, for example, presented research in 2022 on the world’s biggest firms in which he contended that “digital disruption is real” but that it is “less destructive than you might think.” He presented sales data showing that 483 of the 500 firms in the Fortune 500 “have been around, “in some shape or form,” since 1995. See Birkinshaw, J. “How Incumbents Survive and Thrive,” *Harvard Business Review*, January-February, 2022.
The Sarbanes-Oxley Act and other regulatory and legal compliance requirements that emerged in the early 2000s, also resulted in IT finding its way onto board agendas, albeit not directly, but with compliance as a surrogate for technology, as many compliance processes were automated using technology.\textsuperscript{21}

However, an increasing number of boards really began to pay more attention to IT with the introduction of the iPhone and the emergence of the Internet of Things (IoT), coupled with an expanding conversation about digital business models driven by these technologies. Additionally, some very public cybersecurity breaches and the negative impact these had on the business of the affected companies highlighted cybersecurity as an issue that boards need to be informed about.\textsuperscript{22} And the ongoing concern about personal data and the more recent GDPR\textsuperscript{23} legislation with its significant fines, have also alerted directors of the need to include this issue in board discussions. Both fit very well on a board agenda as risk is central to the language of boards.\textsuperscript{24} Moreover, recent advances in AI have raised new risk issues, presenting specific challenges for boards.\textsuperscript{25}

However, it would also be fair to say that boards have usually been pushed by regulators to provide the oversight that we would argue is paramount in a digital economy. The risks of IT outsourcing have long been highlighted by financial services regulators\textsuperscript{26} and are now covered by regulations.\textsuperscript{27} The significant financial consequence of non-compliance with the GDPR has ensured the attention of boards. In the U.S., the Securities and Exchange Commission has adopted rules requiring companies to disclose material cybersecurity incidents they experience and to report on an annual basis material information regarding their cybersecurity risk management, strategy and governance.\textsuperscript{28} In Australia, the independent government body responsible for regulating financial services, the Australian Securities and Investments Commission, has indicated that it will seek to make an example of board directors who are ill-prepared for cyberattacks, by taking legal action against compromised companies that did not take sufficient steps to protect their customers and infrastructure from hackers.\textsuperscript{29}

Despite all these developments, research exploring board governance of IT is sparse.\textsuperscript{30} Most of the research on the governance of IT has been conducted at the executive committee level, where it tends to focus on structures, processes, decision rights and mechanisms of effective governance.\textsuperscript{31} Even ISO/IEC 38500,
the international standard for the governance of IT, is primarily concerned with executive-level governance. Perhaps not unexpectedly, studies show that boards are not as involved in the governance of technology as they should be.\textsuperscript{32} Even when they are having conversations about technology, it may not always be the right conversation.\textsuperscript{33} Given the dependence that organizations have on IT today, and its strategic role, this points to a gap in directors fulfilling their duties as board members. Indeed, research has pointed to the performance benefits of board-level governance of IT.\textsuperscript{34} There is also research that shows a positive impact on value creation by having a CIO on the board.\textsuperscript{35}

Board-level governance of technology has defensive and offensive components, focusing respectively on risk and value realization. Governance is concerned with monitoring managerial decisions as they relate to digital technologies, as well as policies and procedures for controlling IT resources.\textsuperscript{36} The board’s oversight function aims to reduce managerial inefficiencies and avoid failures that affect the business.\textsuperscript{37} How effectively the board carries out this function hinges on its level of digital literacy, derived from the governance mechanisms the board employs and their traits. These mechanisms include board directors’ digital literacy (knowledge, experience, skills, education and so on), the presence of a CIO or another senior IT executive on the board, and board-level IT committees.

### Issues Boards Face and IT Governance Implications

In providing oversight and in scrutinizing decisions, all boards face challenges with risky decisions like mergers, acquisitions, opening new plants, launching new products, and entering new markets and regions. Research\textsuperscript{38} that has studied boards has identified concerns that all boards need to be cognizant of and that have implications for the governance of technology. Before exploring these implications, we first highlight the lack of digital literacy of many board members.\textsuperscript{39}

Unlike basic financial competence, board members are generally not expected to have a working knowledge of what it takes to be successful with exploiting data and technology; many governance codes and educational programs for directors still only give cursory attention to technology, if at all. Perhaps as a consequence, the latest research shows that, on average, only a quarter of FTSE 250 company boards in the U.K. have a director with expertise...
in technology.  

A very surprising result came out of the sector breakdown in this research: only 19% of financial services companies have appointed a technology leader to their boards (the lowest percentage of any industry). This is worrying, given that financial services companies are highly regulated and are essentially data businesses that are heavily technology-dependent.

The lack of digital literacy of board members means that few directors will fully understand the implications of the information being presented or know if it is lacking, misleading or incomplete. This problem is exacerbated because of the information asymmetry in reports and documents presented to the board. Management collates and provides the board with information that is necessarily a subset of all the available data. This means that board members depend on the executive team to decide what information is presented and how it is presented to enable them to assess opportunities and risks and to form a view. Of course, the board can request additional information, but this assumes that board members are literate concerning technology and know the questions to pose.

There are globally accepted standards for handling and reporting financial transactions—for example, The International Financial Reporting Standards (IFRS) mentioned earlier. Indeed, companies are mandated to produce annual financial statements presenting their financial position. Most regulatory regimes require that these financial statements are independently audited, with the auditors required to attest that they represent a true and fair representation of the financial affairs of the company, are free from material misstatements and faithfully represent the financial performance and position of the business. Moreover, auditors also comment on whether they believe that the company can continue to trade as a “going concern” and has the resources needed to continue operating indefinitely unless there is evidence to the contrary.

There are no such global, or indeed generally accepted, frameworks or standards defining how the performance of IT, the status of IT projects, or indeed the results of digital technology investments, should be prepared and presented. If a non-executive director is a member of several boards, it is very likely that he or she will see reports on technology that will likely contain different information and be constructed in vastly different ways. This can be problematic for board members in making any assessment of technology-related risk.

Part of the problem is the lack of a universally agreed language, something that has plagued the whole area of information technology. In our research, we have also observed in some organizations a culture of only presenting positive information to the board, leaving members with a distorted view of the reality of a situation. In contrast, not wishing to be seen to be withholding information, some leadership teams present the board with so much information that it is overwhelmed and struggles to spot relevant risks.

Another contributory factor is that, because boards meet only a few times per year, they effectively “dip in and out” of what is happening in their organizations and may therefore lose the thread of critical issues and decisions. Many IT investments require a multi-year program of work to implement them. Governance codes place limits on director tenure, meaning board turnover can sometimes result in organizational “memory loss” and board members not having a complete picture of why specific decisions were made. Issues can be presented in isolation, perhaps over multiple board meetings, which may suggest that they are surmountable, yet when considered together can pose a serious risk.

Boards also have to deal with many issues and decisions and are likely to have several important

---


items on their agendas at any one time. Given that a board typically meets infrequently with limited meeting time, even if technology appears on the agenda, it will likely not get the attention and oversight that it probably deserves. In addition to being a recurring item on a board’s agenda, other models for more comprehensive board engagement with technology include establishing a technology subcommittee or a temporary and/or advisory committee, or informal engagement on select topics. Increasingly, the CIO is being invited to join the organization’s technology committee or is engaging directly with individual board members and the board.

Even with digitally savvy directors and a technology committee, board dynamics can also influence a board in performing its responsibilities. The effectiveness of boards depends on having the right mix of personalities and expertise, facilitated by a culture of mutual respect, trust and, importantly, constructive dissent. Research has identified particular areas that can impact board performance, particularly board dynamics.

With an increased emphasis on accountability, there is a need for organizations to comply with an expanding amount of regulatory and legal requirements, many of which impact technology (e.g., privacy, environmental). Moreover, the continuity and reliability of most primary and secondary business processes rely heavily on digital assets. The growing emphasis on Environmental, Social, and Governance issues is putting pressure on boards to provide transparency on how digital assets are governed in their organizations. Voluntary disclosure theory predicts that organizations can improve their liquidity and valuation through providing better information on the way the organization is governed.

Though still immature, we observe that corporate governance codes are gradually including extended views on corporate governance accountabilities. For example, the King IV Corporate Governance Code in South Africa defines key principles and guidelines on how boards should provide oversight and control of digital technologies. Some national governance bodies have also produced lists of questions that board members should ask with respect to digital technologies.

Editorial Process for the Special Issue

Given the many challenges and opportunities that digital technology presents for boards, we are delighted to introduce our special issue on “Boards of Directors and the Governance of Technology.” Below, we describe the editorial process that led to this special issue and provide summaries of the articles included in it. We also highlight the difficulties faced when conducting board-level research and propose a way forward for more practice-oriented IS research.

Our initial call for papers was announced at the beginning of 2022. We invited submissions for practice-oriented research studying:

- The evolving role of boards in digital transformation

---
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- The role of board advisors and their effectiveness
- How to increase the digital savviness of boards
- Overcoming the challenges of information asymmetry between boards and executive management
- Balancing the entrepreneurial drive of executives for innovation and speed while ensuring prudent control
- Identifying, assessing, monitoring and mitigating risk
- Reporting the performance and status of digital technologies
- Risk assessment of IT assets
- Assessing technical debt
- The relationship between the board and management
- Characteristics of boards that influence successful board-level governance of digital technology
- Practices that can be used to implement successful board-level IT governance
- Emerging structures, processes and relational mechanisms that boards of directors use to engage in the governance of digital technology
- Board roles in influencing corporate digital innovation, resilience and sustainability
- Impact of board-level IT governance on digital innovation, quality of IT assets and IT capabilities.

Subsequently, we received 19 extended abstract submissions for possible presentation at a pre-ICIS paper development workshop. Each submission received written feedback from the special issue guest editors. At the workshop in Copenhagen on December 10, 2022, ten accepted extended abstracts were discussed and received feedback from the special issue guest editors, MIS Quarterly Executive editorial board members and the workshop audience. By March 1, 2023, we had received eight manuscripts, seven of which were sent for review. Ultimately, two papers were accepted.

Special Issue Articles

The first article by Jeff Proudfoot, Alex Cram, Stuart Madnick and Michael Codden focuses on cybersecurity risk. We have highlighted above that boards of directors are increasingly responsible for guidance and oversight on cybersecurity risk, and particularly for ensuring compliance with directives from regulators, but are often unequipped to do so. This critically important mandate introduces novel challenges to what is already a complex governance environment. The reported research draws on in-depth interviews with board members and executives, and describes four core cybersecurity challenges that boards encounter. The authors then propose ten recommended actions that boards can undertake in response to these challenges. The authors suggest that boards taking these actions can optimize their ability to provide meaningful, effective governance to address cybersecurity risks.

The second article, written by Benjamin van Giffen and Helmuth Ludwig, explores how boards of directors address governance issues relating to artificial intelligence (AI). The authors find that, though AI is currently receiving a lot of attention (even from non-technical audiences), boards are lagging in making the governance-related implications part of their agendas. Through a series of interviews, workshops and panel discussions with board directors, the authors identify four groups of AI-governance issues that boards should focus on:

1. Risk considerations (e.g., are reputational and ethical risks addressed?)
2. Strategy (e.g., to what extent does AI enable or require a competitive repositioning or the creation of entirely new business models?)
3. Capital expenditures (e.g., does the budget ensure building both a pipeline for experimenting and reusable, scalable platform capabilities)
4. Technology competence (e.g., does the board’s competency matrix cover AI appropriately?).

The article illustrates how AI is being governed by boards in these four groups and makes three recommendations for getting started with governing AI.
Suggestions for Future Research on Board Governance of Technology

Though it was disappointing to find that only two manuscripts on board governance of technology are ready for publication, we believe this is now an important topic and will continue to be in the foreseeable future. However, it can be challenging for academics to engage with this topic and create publishable, data-driven articles because they often do not have access to data sources or a deep understanding of the topics that board directors grapple with. We provide the following four suggestions for those who are willing to try:

1. The first prerequisite is to get interested in and excited about the work that boards do and to learn about it. In this introduction to the special issue, we have presented a brief overview to capture the unique role and context within which boards operate, but there are many books, articles and materials that can provide a basic grounding, some of which have been referenced in this introduction. Much can also be gleaned from the curriculum of board education programs. It is crucial that researchers review the regulatory requirements of boards as well as governance codes.

2. Another important step is to get familiar with the day-to-day workings of boards. We suggest that researchers join a not-for-profit board that supports one of their favorite organizations, such as a sports club, church or parent group, and engage in the process of governance and gain some first-hand experience.

3. Reach out to people who are experienced board members and ask about the roles they play, their boards’ processes and culture. Start to understand their background and knowledge, and how it relates to governance of technology. Learn about the frustrations felt by board members as they grapple with large reams of reports, unfamiliar topics and the hype cycle of each new technology.

4. Determine the overlap between your chosen topic and boards, especially in the near future. For example, cybersecurity was top of mind in the early 2020s, Generative AI and AI in general will be important topics for the next few years.
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