5G Technologies: Insights, Opportunities & the Future

J.P. Shim  
*Georgia State University, jpshim@gsu.edu*

Rob Van den Dam  
*IBM, Rob_vandendam@nl.ibm.com*

Sam Aiello  
*Verizon, samuel.aiello@verizon.com*

Jyrki Penttinen  
*GSMA North America, jpenttinen@gsma.com*

Ramesh Sharda  
*Oklahoma State University, ramesh.sharda@okstate.edu*

*See next page for additional authors*

Follow this and additional works at: [https://aisel.aisnet.org/amcis2020](https://aisel.aisnet.org/amcis2020)

**Recommended Citation**

[https://aisel.aisnet.org/amcis2020/panels/panels/3](https://aisel.aisnet.org/amcis2020/panels/panels/3)

This material is brought to you by the Americas Conference on Information Systems (AMCIS) at AIS Electronic Library (AISeL). It has been accepted for inclusion in AMCIS 2020 Proceedings by an authorized administrator of AIS Electronic Library (AISeL). For more information, please contact elibrary@aisnet.org.
Presenter Information
J.P. Shim, Rob Van den Dam, Sam Aiello, Jyrki Penttinen, Ramesh Sharda, and Aaron French

This event is available at AIS Electronic Library (AISeL): https://aisel.aisnet.org/amcis2020/panels/panels/3
5G Technologies: Insights, Opportunities & the Future

Panel

J. P. Shim  
Georgia State University  
jpshim@gsu.edu

Rob Van den Dam  
IBM  
Rob_vandendam@nl.ibm.com

Sam Aiello  
Verizon  
samuel.aiello@verizon.com

Jyrki Penttinen  
GSMA North America  
jpenttinen@gsma.com

Ramesh Sharda  
Oklahoma State University  
ramesh.sharda@okstate.edu

Aaron M. French  
Kennesaw State University  
Aaron.french@kennesaw.edu

ABSTRACT

The advances in fifth-generation (5G) cellular technologies have shown much potential in this transformational technology which has been critical in driving economic development via numerous opportunities and applications. 5G technology is integral to realizing the full potential of the Internet of Things, edge computing, and artificial intelligence technologies in the real world. The purpose of this panel is to disseminate multi-faceted perspectives on 5G in order to more holistically understand it, such as diverse spectrum, network slicing, edge computing, cloud radio access network (C-RAN), various industries and use cases, business model, deployment, vulnerabilities; and to stimulate an engaging discussion on 5G. Three executives with expertise in the telecom industry, along with three academicians knowledgeable in the 5G and wireless telecom field, will share their perspectives and insights on 5G. They will also discuss the research agenda in the Information Systems field.
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INTRODUCTION

Fifth Generation (5G) is being hyped as the Fourth Industrial Revolution (4IR). 5G speeds and low latencies evolve the orthogonal frequency division multiplexing (OFDM) of 4G into flexible and scalable waveform framework optimized. 5G technology will reveal a new set of breakthrough use cases for consumers and businesses that are not possible with current networks. Realizing the full benefits of 5G requires a virtualized cloud-based network infrastructure which is fundamental to realizing 5G network services delivery aligned with customer and service provider expectations. It also allows for an unprecedented level of cognitive automation, enabling 5G networks to conduct intelligent, agile, responsive network and service operations. The 5G speeds and low latencies are essential to meet the connectivity requirements in high reliability and low latency services. These connectivity requirements include aspects of extended reality, autonomous vehicles, drones network, smart agriculture, smart cities, and wireless robotics. Network slicing for enhanced mobile broadband, ultra-reliable low-latency communications, and massive machine-type communications are key technologies for 5G.

As Klaus Schwab pointed out, "the changes are so profound that, from the perspective of human history, there has never been a time of greater promise or potential peril" (Schwab, 2016). The industry will need to explore these great promises and/or potential perils more as we usher in the 4IR. Governance for managing 5G use cases, application risk, 5G ecosystem, and infrastructure vulnerabilities should be explored. The panel discussion will focus on multi-faceted perspectives on 5G, such as diverse spectrum, network slicing, various industries and use cases, business model, deployment, and vulnerabilities. New opportunities, challenges, and the future, as well as the best actions will be addressed.

PANEL OVERVIEW: POSITIONS AND EXPLORATION

The panel will use a virtual roundtable discussion format to seek new insights about 5G in the information
systems field. The moderator (J.P. Shim) will take 5 to 7 minutes to deliver an overview, and the current status on 5G. The primary purpose of this panel is: 1) to disseminate new points of view and multi-faceted perspective on 5G; and 2) to stimulate an engaging discussion and/or a healthy debate on potentially controversial topics. The panel will provide a fruitful and informative dialogue to the audience. Following an introduction by the moderator, the panelists will be given about 25 minutes to share their views and to provide an opposing or supporting view on the issues. The panel will be asked to draw on their expertise to address the initial question, which is as follows:

- How can 5G transform business and society in the future (including IoT, edge computing, business model, cybersecurity, applications, and deployment)?

After the discussion induced by this framing question, the audience will be invited to voice their opinions in response to the panelists' remarks or questions about the topic for about 7 minutes. After the first round of questions and comments from the audience, the panelists will draw on their expertise and knowledge on 5G to address the second round of questions for roughly 10 minutes, followed Q&A from the audience for another 7 minutes. The question for this portion of the panel discussion will be as follows:

- What research questions for 5G as it relates to Information Systems (IS) discipline and Telecom industry sector?

**Ramping up Edge Computing and AI in 5G**

5G is one of a set of technologies coming together to kick off a new chapter in the history of telecommunications. Another essential technology that helps fundamentally transform telecommunications is edge computing. Without edge computing, 5G applications and services will rely upon connecting to centralized cloud resources for storage and computing, losing much of the positive impact of the latency reduction enabled by 5G. With edge computing, these tasks can be executed closer to the network edge, significantly reducing network congestion and latency. Industry digitalization, the increasing number of connected devices, and the demand for immersive experiences will require more processing power at the network edge. AI has become the key driver for the adoption of edge computing. Locating AI close to the edge is crucial for applications where near-real-time actions are crucial, such as for machine control, equipment monitoring, and remote surgery. While the blending of 5G, edge computing, and AI creates groundbreaking opportunities in both the consumer and enterprise space, it also introduces new challenges such as standards, regulations, support systems, security, and business models.

**5G Cloud RAN and Core: Technology and Business Models**

Cloud Radio Access Network (C-RAN) is a centralized radio access network architecture model based on cloud computing. The core network can be based on cloud (C-Core), too. Both support current mobile communication systems and future wireless standards. In the traditional radio architecture model, the processor resources of base stations cannot be shared which wastes invaluable resources while C-RAN is a cost-efficient, centralized base station deployment model relying on data center infrastructure. This model also provides 5G operators with access to the high-performance cloud baseband unit pool. The concept includes dynamic resource sharing in multi-vendor, multi-technology environments which support enhanced business models. The C-RAN connects to the service-oriented C-Core network. The C-Core network has various tasks such as composable control function that manages mobility, services, policies, security, and user data. Both C-RAN and C-Core offer various technical benefits as the resources can be optimized. They also extend operational models and provide new stakeholders with mutual business benefits, e.g., mobile network operators (MNOs) can expose functions of their core network to external service providers who can better develop and deploy services for the end-users.

**The 5G Opportunity: New Risks call for New Approaches to Cybersecurity**

5G extends the current 3G/4G LTE environment. With that brings the vulnerabilities of the old, and zero-day vulnerabilities of the new. 4IR brings massive numbers of machines, autonomous vehicles, and factory floor industrial automation controls. The attack surface expanded, and hackers could use this newfound attack surface as never witnessed before. The industry will need to further explore these elements as we usher in the next Industrial Revolution; 1) Governance for managing 5G use cases and application risk, 2) 5G ecosystem and subsystem & infrastructure vulnerabilities, and 3) Consideration of zero-day vectors and its implications. On the most basic level, 5G faces the same security pitfalls that its predecessors faced, including issues around authentication, confidentiality, authorization, availability and data security (Seals, 2019). What makes 5G newly dangerous is not likely the protocol itself, which may be more secure than 4G (Slayton, 2019). Rather, the new danger lies in using 5G to control massive numbers of machines, such as autonomous vehicles and factory processes, which means hackers exploit these vulnerabilities in 5G or the equipment used to control such systems, doing much more damage than is now possible.
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CONCLUSION

The 5G deployment will roll out gradually. Prior to introducing Standalone (SA) 5G network, the 3GPP specifications define several intermediate deployment scenarios, providing the MNOs with the opportunities to expedite the roll-out. The selection of the most adequate option is an essential task as the right approach can impact the investment and technical performance. Although global economic problems and societal effects such as the COVID-19 pandemic have also resulted in delays of continued deployment of 5G networks and services (Cellan-Jones, 2020), the deployment of 5G networks and services will continue to have a leapfrog momentum in the new "Normal" activity in the long run.
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