Failed IT projects: is poor IT governance to blame?

Mehdi Asgarkhani  
*Ara Institute of Canterbury*, mehdi.asgarkhani@ara.ac.nz

Aileen Cater-Steel  
*University of Southern Queensland*, caterst@usq.edu.au

Mark Toleman  
*University of Southern Queensland*, Mark.Toleman@usq.edu.au

Mustafa Ally  
*University of Southern Queensland*, mustafa.ally@usq.edu.au

Follow this and additional works at: [https://aisel.aisnet.org/acis2017](https://aisel.aisnet.org/acis2017)

**Recommended Citation**

Asgarkhani, Mehdi; Cater-Steel, Aileen; Toleman, Mark; and Ally, Mustafa, "Failed IT projects: is poor IT governance to blame?" (2017). *ACIS 2017 Proceedings*. 103.  
[https://aisel.aisnet.org/acis2017/103](https://aisel.aisnet.org/acis2017/103)

This material is brought to you by the Australasian (ACIS) at AIS Electronic Library (AISeL). It has been accepted for inclusion in ACIS 2017 Proceedings by an authorized administrator of AIS Electronic Library (AISeL). For more information, please contact elibrary@aisnet.org.
Failed IT projects: Is poor IT governance to blame?

Mehdi Asgarkhani  
Department of Computing  
Ara Institute of Canterbury  
Christchurch, New Zealand  
Email: Mehdi.Asgarkhani@ara.ac.nz

Aileen Cater-Steel  
School of Management and Enterprise  
University of Southern Queensland (USQ)  
Toowoomba, Australia  
Email: Aileen.Cater-Steel@usq.edu.au

Mark Toleman  
School of Management and Enterprise  
University of Southern Queensland (USQ)  
Toowoomba, Australia  
Email: Mark.Toleman@usq.edu.au

Mustafa Ally  
School of Management and Enterprise  
University of Southern Queensland (USQ)  
Springfield, Australia  
Email: Mustafa.Ally@usq.edu.au

Abstract

Today organisations both in the private and public sectors rely on Information Technology (IT) solutions and continue to make significant investments enabling business via IT. The increase in investment in IT is due to the demand for more efficient and cost-effective delivery of products and services. The dependency on IT and the increased level of investment in IT have motivated a wider accountability focus on strategic technology initiatives. Therefore, organisations have experienced a complex mix of political, organisational, technical and cultural shifts requiring far-sighted management and governance of IT. Throughout the last decade, systems, processes, standards and best practice frameworks have been developed to facilitate effective IT governance. However, a large number of IT initiatives fail to deliver. Gaining value from technology deployment via effective IT governance remains a key concern of management. This paper presents the outcome of the analysis of four IT deployment cases studies. The analysis of the four case studies demonstrated a strong connection between project failures and inadequate governance practices.
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1 Introduction

Today, organisations commit considerable funds to deploy and operate IT solutions (Lovelock et al., 2016; McElhaney, 2014). Moreover, technological change can be associated with significant risks (Davis, Schoorman, & Donaldson, 1997; EDUCASE centre for applied research, 2008; Gauld & Goldfinch, 2006; Laudon & Laudon, 2014). Despite significant technology advancements alongside increased awareness of technology management, there are IT deployment cases where solutions do not deliver outcomes nor meet expectations (Gauld & Goldfinch, 2006; Gole & Shinsky, 2013). Some of the recent case studies of challenged IT projects include the Queensland Health project (Chesterman, 2013), the WINZ NZ kiosk security failure (Dimension Data, 2011; Deloitte, 2012) and the NOVOPAY project (NZ Government, 2013).

Increased investment in IT coupled with an awareness of risks of failure in deploying IT have prompted IT managers, planners, and strategists to develop and put into practice effective decision-making models that improve decision-making processes for the use of IT in organisations. There is an expectation that organisations not only maximise the benefits of adopting IT but also avoid the many drawbacks that are associated with the rapid introduction of technological change (Laudon & Laudon, 2014). Previous studies have shown that IT is expected to add value to the organisation through improved productivity, increased efficiency, profitability, better communication, more effective decision making and customer satisfaction (Larcker & Tayan, 2008). Moreover, studies show that to maximise benefits and value gained from investment in IT, it is universally acknowledged that IT must be fully aligned with overall business strategies and direction (Asgarkhani, 2013; Van Grembergen, 2004). Considerable organisational resources are consumed to manage how IT is acquired and diffused in organisations (Weill & Ross, 2004; Wu, Straub, & Liang, 2015). Information Technology Governance (ITG) is the responsibility of the board of directors and executives. ITG consists of leadership, organisational structures, and processes which ensure that the enterprise’s IT sustains and extends the organisation’s strategies and objectives (ITGI, 2007). ITG frameworks and standards were introduced to organisations in the 1990s (Brown & Magill, 1994; Cater-Steel, Toleman, & Tan, 2008; De Haes & Van Grembergen, 2006; Van Grembergen & De Haes, 2009).

Recent rapid advancements in IT platforms and related technologies (for instance networking technologies and cloud computing solutions) have introduced an increased layer of complexity in IT planning and decision-making processes (Asgarkhani, 2012; Mandala, & Chandra, 2012; Wen-Hsi, 2012). The literature on ITG provides advice and recommendations on models and frameworks for ITG implementation (De Haes & Van Grembergen, 2010; Van Grembergen & De Haes, 2009; Weill & Ross, 2004; Weill & Vitale, 2002; Williams, 2012). The literature outlined in this section highlights that previous studies on ITG tend to assume that recommended models and practices lead to effective governance, although we could find no empirical evidence to support this assumption. Despite the number of prescriptive models and ‘best practice frameworks’ available in the field, and an increased uptake of ITG in organisations, achieving key ITG outcomes is consistently ranked as one of the top concerns of management (Gartner, 2016).

The research problem that motivated this study can be described as determining why, *despite numerous recommended ‘best practice frameworks’ and models of effective ITG, a significant number of IT deployment projects fail to deliver value.*

The broad research question is:

**How do poor ITG practices contribute to the failure of IT deployment initiatives?**

This paper presents the preliminary results of a case study analysis of four IT deployment initiatives. Based on the outcomes of analysis to date, the paper examines the connection between poor ITG and failed IT deployment projects.

The next section outlines the review of previous studies to establish a preliminary model of influencers and indicators of ITG effectiveness. The literature review examines the views of systems focussed practitioners alongside strategy and alignment focussed strategists. The methodology for the study is discussed in section three. The methodology outlines the selection of case studies for analysis and the key techniques employed to conduct a qualitative analysis of case studies. Section four outlines the results of the analysis. It brings together the outcome of the literature review, and the result of the qualitative analysis of four case studies to establish a connection between failed IT initiatives and poor ITG practices. Finally, the conclusion provides a summary and discusses the contribution, limitations and future planned research.
2 Literature Review: What is Effective IT Governance?

The theoretical foundations of Agency Theory (Bonazzi & Islam, 2007; McColgan, 2001), with a strong focus on control, predominantly underpin the current ITG practices. Previous literature on ITG suggests that effective ITG is more likely to secure value delivery of IT deployment (Weill & Ross, 2004). Information Systems (IS) academics and practitioners have developed models to measure the success of IS solutions. These models are designed to assess success (effectiveness) of the specific solution and do not appear to be directly applicable to assess strategic ITG practices.

The review of previous research suggests that evidence of effective governance can be sought taking into consideration two different views:

- ITG effectiveness evident from success of deployed information solutions and applications;
- ITG effectiveness evident from the existence of recommended strategies, frameworks, processes, and standards.

The first view was supported by DeLone and McLean (1992, 2003) and a group of other researchers (Delone & McLean, 2003; Esteves & Joseph, 2008; Halonen, Acton, Golden, & Conboy, 2009) who presented practitioners’ views. They argued that successfully deployed information systems and applications could indicate effective strategic management of technology deployment. They focus on operational and tactical matters and recommend models for measuring the success of information systems to reflect effective ITG.

In comparison with the first group, the second group of factors that can be examined to assess ITG effectiveness are related to strategic approaches, relational mechanisms, and use of standards and frameworks that are expected to lead to ITG effectiveness. Van Grembergen, Weill, and Ross (Van Grembergen, 2004; Van Grembergen & De Haes, 2009; Weill & Ross, 2004) presented the strategists’ views (the second view) and examined and recommended strategic factors that could influence the effectiveness of ITG. Practitioners’ views (the first group) together with ITG strategists’ views (the second group) were brought together to suggest three key themes supported by various indicators – as outlined in Table 1.

Themes refer to a related group of factors that could impact ineffective ITG. Indicators are occurrences of events or practices that could suggest that the identified themes are practised.

<table>
<thead>
<tr>
<th>Themes</th>
<th>Indicators</th>
<th>References</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Strategic information systems planning steering committee</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Reporting structure (IT directors to CEO)</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Monitoring and assessing value returned from decisions made on deploying IT</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Formalised systems and process</td>
</tr>
<tr>
<td></td>
<td>Business and IT partnership in decision making</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Formalised portfolio management</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Formalised information strategy planning</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Formal process for strategic information systems planning</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Formalised IT deployment project governance</td>
<td></td>
</tr>
<tr>
<td>Themes</td>
<td>Indicators</td>
<td>References</td>
</tr>
<tr>
<td>--------------------------------------------</td>
<td>----------------------------------------------------------------------------</td>
<td>----------------------------------------------------------------------------</td>
</tr>
<tr>
<td>Effective communication</td>
<td>• IT director or CIO involved in executive decision making and represented on the executive committees.</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• IT strategy committee (or similar) tasked with reporting and discussing IT issues.</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• A CIO or a similar role exists to raise awareness and articulate a vision for IT’s role.</td>
<td></td>
</tr>
</tbody>
</table>

**Strategic Alignment of IT and Business — representing mostly strategists’ views:** The connection and coherence between fulfilling business strategy and the IT strategy.

| Business outcome-orientated alignment       | • IT strategies recognise and supporting new business outputs (products and services) |
|                                            | • Technology support for business outcome diversification strategies           |
|                                            | • Technology and service support for business outcome differentiation.         |

| Alignment of organisational quality-orientated strategies with strategies for the use of IT solutions. | • Adoption of IT Solutions supports business outcome (products and services quality) including production and marketing. |

**Organisational Performance influenced by technology deployment — representing both practitioners’ and strategists’ views:** Organization’s overall performance and delivery of outcomes supported by IT relative to its competition.

| The history and the current state of IT deployment | • Current level of process automation via IT |
|                                                  | • User acceptance of technology solutions |
|                                                  | • Support mechanisms for IT solutions     |
|                                                  | • Timely delivery of relevant information for effective decision making |
|                                                  | • Effective service management of IT solutions |

| Awareness of organisations financial performance supported by IT solutions | • Processes for monitoring organisation’s performance |
|                                                                            | • Metrics such as return on investment used to assess value delivery of IT |

| Operational excellence influenced by the deployment of IT | • Existence of processes and metrics for operational performance |
|                                                           | • Seeking ongoing productivity improvements via the deployment of technology solutions |
|                                                           | • Service level agreements and timeline for service delivery |

*Table 1. Summary of themes that influence ITG effectiveness*
3 Methodology

Multiple case studies were considered to assess if IT initiatives fail due to poor ITG. Case study analysis has been recommended as a suitable methodology for qualitative studies where contextual analysis adds value to the study (Baxter & Jack, 2008; Yin, 2011).

Sources for the selection of the case studies included MIS Quarterly, Gartner Research (www.gartner.com), publications by the British Computer Society, Australian Computer Society, Institute of IT Professionals NZ, New Zealand and Australian Government (IT projects publications), and the CIOIndex (www.cioindex.com). The selection criteria included:

- The complexity of the project: assessed by the impact of the project on both major strategic and operational functions (for instance financial systems, human resources management functions, data and information management functions for strategic decision making);
- The cost of the project at least $50M (Australian Dollar): reflecting on complexity and financial implications of deployment failures;
- Geographic location: projects from various English speaking countries to be able to observe the possible impact of cultures in managing and adopting ITG (New Zealand, Australia, Europe, and North America);
- Failed projects identified as missing targets (timelines, cost, and functionality) by approximately 20% or more.

The search resulted in the identification of eighteen projects. This study aimed to select four cases to conduct a pilot study. The purpose of the pilot study was to establish a preliminary alignment of literature review analysis with real IT deployment initiatives and to fine-tune perceived influencers of ITG effectiveness for future studies.

The search was further refined to select four case studies based on:

- The timeframe for the project within the last decade: cases that took place in 2007 or later;
- The case study provides sufficient data to be suitable to identify ITG influencers;
- The four cases represent various regions – New Zealand, Australia, Europe (UK), and North America (Canada).

A cloud-based qualitative analysis tool (Dedoose™) was used to conduct the analysis and identify themes that contributed towards a lack of successful delivery of outcomes in IT projects represented in the four selected case studies. Compared with traditional qualitative tools that are installed on individual computers and store data on local storage devices, Dedoose makes use of cloud technology to deliver both the application and data storage in cloud space. Therefore, Dedoose reduces the risk of corrupted or lost data.

The development of themes (coding) took place as the four cases underwent analysis. More specifically, there were no assumptions before the coding process started (Fereday & Muir-Cochrane, 2016).

4 Discussion: Analysis of Case Studies

As described in Section 3, four case studies were selected for this study: New Zealand’s NovoPay (NZ Government 2013); Victoria’s (Australia) HealthSMART (Brouwer 2011), UK’s IT in NHS (Campion-Awwad et al. 2014); and Canada’s Phoenix project (Barnhart et al. 2013).

In the first round of analysis, events and developments that contributed to the outcome of the project were extracted and added as excerpts into Dedoose. The excerpts were further analysed and coded into factors that contributed to the failure of projects. This phase of the study identified 26 themes or factors that contributed towards project failures. The initial set of factors that contributed to failure of projects included (1) implementation difficulties, (2) lack of sufficient training or IT skills, (3) inadequate test planning and testing, (4) lack of sufficient resource, (5) data migration failure, (6) slow adoption of technology, (7) lack of executive oversight, (8) confused roles accountability, (9) lack of stakeholder involvement, (10) poor user understanding of technology, (11) poor design (functionality & usability), (12) poor day to day project management, (13) conflicting or dysfunctional leadership, (14) poor risk and contingency planning, (15) lack of business case, (16) unrealistic goals and expectations, (17) poor scope definition (scope creep), (18) lack of risk assessment, (19) poor relationship management of parties involved, (20) unprofessional, poor processes and practices, (21) ineffective communication, (22) lack...
of flexibility of models or frameworks applied, (23) unrealistic and unnecessary pressure on project teams, (24) lack of role clarity, (25) complexity of design and functionality, and (26) inadequate change management.

The primary list of factors included both broader strategic issues and practitioners’ tactical and operational matters. Next, the 26 identified factors were further analysed with reference to indicators of effective ITG (Table 1) and related factors were grouped to form eight key themes.

Next, identified themes from the case studies were mapped against influencers of effective ITG (determined by a review of previous studies – Table 1). The outcome of the mapping exercise was used to examine if poor ITG is a significant contributor to IT project failure.

Table 2, in no particular order, demonstrates that all identified themes (from case studies) can be associated with factors that influence ITG effectiveness (from the literature review).

<table>
<thead>
<tr>
<th>Identified themes (8 Areas of Failure – Case Studies)</th>
<th>Sub-themes – Contributing Factors (26 initial factors)</th>
<th>Reference to ITG (Table 1)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Implementation management</td>
<td>Testing, technical know-how, data migration, unnecessary pressure on people, and change management</td>
<td>ITG – organisational maturity</td>
</tr>
<tr>
<td>Resources management (including people)</td>
<td>Lack of training, limited skills, unnecessary pressure, and slow adoption of technology</td>
<td>ITG – organisational performance</td>
</tr>
<tr>
<td>Accountability and clarity of roles</td>
<td>Lack of broader governance and executive oversight, confused accountability, relationship management, and role clarity</td>
<td>ITG – organisational maturity</td>
</tr>
<tr>
<td></td>
<td></td>
<td>ITG – Business Alignment</td>
</tr>
<tr>
<td>IT-Business alignment</td>
<td>Slow adoption of technology, lack of executive oversight, confused accountability, dysfunctional leadership, stakeholder engagement, risk management, unprofessional practices, and lack of flexibility, unnecessary pressure</td>
<td>ITG – Business alignment</td>
</tr>
<tr>
<td></td>
<td></td>
<td>ITG – organisational maturity</td>
</tr>
<tr>
<td>Information Technology Leadership</td>
<td>Lack of understanding of the use of IT, lack of IT skills, insufficient IT resources, slow adoption of technology, poor planning, lack of a business case, lack of flexibility in approaches to use of IT, lack of role clarity, poor change management</td>
<td>ITG – organisational maturity</td>
</tr>
<tr>
<td></td>
<td></td>
<td>ITG – organisational performance</td>
</tr>
<tr>
<td>Design and functionality</td>
<td>Data migration, lack of stakeholder involvement, poor understanding of technology, poor understanding of functionality, unrealistic expectations, scope creep, poor communication, and complexity</td>
<td>ITG – organisational maturity</td>
</tr>
<tr>
<td></td>
<td></td>
<td>ITG – organisational performance</td>
</tr>
<tr>
<td>Risk and change management</td>
<td>Inadequate testing, lack of stakeholder involvement, poor design, lack of a business case, unrealistic goals, inadequate scope management, poor communication, and complexity</td>
<td>ITG – organisational maturity</td>
</tr>
<tr>
<td></td>
<td></td>
<td>ITG – IT and business alignment</td>
</tr>
<tr>
<td></td>
<td></td>
<td>ITG – organisational performance</td>
</tr>
<tr>
<td>Use of standardised processes and practices</td>
<td>Inadequate test planning, data migration challenges, lack of governance processes, unprofessional practices (testing, communication), lack of flexible processes, poor change management processes</td>
<td>ITG – organisational maturity</td>
</tr>
<tr>
<td></td>
<td></td>
<td>ITG – organisational performance</td>
</tr>
</tbody>
</table>

*Table 2 – Mapping contributors to failure from case studies to ITG*
Table 2 demonstrates that all eight key themes (main contributors to failure) can be mapped to ITG practices. For instance, poor implementation management (the first main theme of contributors to failure) is mapped to organisational maturity – suggesting that organisational maturity in practising effective ITG (experience in previous deployments of IT) impacts on the outcome of project implementations.

Analysis of the case studies as shown in Table 3 indicates that Novo Pay and IT in NHS exhibited all eight areas of failure. Moreover, four of the areas of failure were present in all four cases: implementation management; IT-business alignment; risk and change management; and use of standardised processes and practices.

<table>
<thead>
<tr>
<th>Identified themes (Areas of Failure)</th>
<th>NovoPay</th>
<th>HealthSMART</th>
<th>IT in NHS</th>
<th>Phoenix</th>
</tr>
</thead>
<tbody>
<tr>
<td>Implementation Management</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Resources Management (including people)</td>
<td>✓</td>
<td>-</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Accountability and clarity of roles</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>-</td>
</tr>
<tr>
<td>IT-Business alignment</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Information Technology Leadership</td>
<td>✓</td>
<td>-</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Design and functionality</td>
<td>✓</td>
<td>-</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Risk and change management</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Use of standardised processes and practices</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
</tbody>
</table>

Table 3. Summary of case study analysis - areas of failure

In answer to the research question that directed this study, from the results in Tables 2 and 3, it is evident that the project failures studied (in the selected four cases of IT deployment) can be attributed to inadequate ITG practices.

This pilot study considered four case studies. The results will be considered in fine-tuning both the identified themes that influence the effectiveness of ITG (Table 1) and contributors to IT deployment failure (Table 2) in future work which will include the analysis of a larger number of case studies. However, the results presented in this paper are limited to the four case studies that were analysed. Therefore, the outcomes should not yet be applied in general to all cases of IT deployment.

5 Conclusions

A literature review was conducted to determine key influencers of effective ITG – including both systems orientated practitioners’ views and strategists’ views.

Four case studies were analysed to determine the possible connection between IT deployment failure and poor ITG practices. The analysis of case studies determined eight main factors that contributed towards the failure of these four initiatives. To answer the research question (How do poor ITG practices contribute to the failure of IT deployment initiatives?) the results of the case study analysis were mapped to the themes found in the literature review. The analysis of the mapping outcome indicated that the four cases demonstrated a connection between poor outcomes and inadequate ITG.

The study contributes to the theory of ITG by identifying the influencers of ITG effectiveness.

The analysis of the four cases studies presented in this paper is part of a study currently in progress. Therefore, the results of case study analysis discussed in this paper cannot be generalised to apply to all IT deployment scenarios.

Future research involving the analysis of a larger number of cases is underway to be able to generalise the findings.
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