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Abstract. Smart contracts are code-based representations of business logic that 
encapsulate predefined rules that they verify and execute autonomously. As 
self-executing agreements, these contracts running on a blockchain facilitate in-
teractions between untrusted parties, eliminating the need for intermediaries. 
They speed processes, increase transparency, and facilitate data exchange 
across national and organizational boundaries, providing a competitive ad-
vantage. However, there are significant costs associated with implementing 
smart contracts. In our study, we conduct a comparative analysis of these costs 
and compared them to traditional contracts. Using a combination of literature 
review and expert interviews, we dissect the cost structures of both approaches 
at an abstract level. We then construct a matrix to systematically compare tradi-
tional contracts with smart contracts. This framework allows us to model the 
conditions that favor the use of smart contracts over traditional ones, and to 
identify instances where each approach has a distinct advantage. 

Keywords: Smart Contract, Transaction Costs, Conceptualization, Convention-
al contracts. 

1 Introduction 

Since Szabo (1996) defined smart contracts already back in the mid-1990s as a “com-
puter protocol that digitally facilitates, verifies, and enforces the contract’s perfor-
mance”, the term should be widely known and applied by organizations. Eggers et al. 
(2021) see smart contracts as the “next revolutionary innovation toward extensive 
automation”. However, to date, smart contracts are rarely implemented by organiza-
tions. This is despite the fact that they offer several solutions, such as automating 
processes, reducing transaction costs, eliminating sources of error, and increasing 
trust between contracting parties. Smart contracts can be implemented wherever busi-
ness logic can be defined as a clear if-then relationship. Current automation technolo-
gies such as enterprise resource planning systems, workflow management systems, 
and robotic process automation differ from smart contracts in one important way: the 
location of their storage. Smart contracts are stored on a blockchain, its content is 
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stored in a decentralized manner. After they are programmed and stored on a block-
chain, they serve three functions. They (1) store rules, (2) verify rules, and (3) self-
execute them (Khan et al., 2021). Although there has been some research on smart 
contracts (Huang et al., 2021; Kannengieser et al., 2022; Khan et al., 2021; Lacity and 
van Hoek, 2021; Liu, 2020), no one has yet looked at how they compare to traditional 
contracts. However, comparing traditional contracts to smart contracts is an important 
first step in facilitating their implementation. It provides the basis for making in-
formed decisions for or against a smart contract. With our study, we provide a basis 
for organizations and individuals to classify whether and in which cases a traditional 
contract should be used and when the use of a smart contract is appropriate. The fol-
lowing research question forms the basis of our study: 

 
RQ: “In what cases and under what conditions are smart contracts more appropri-

ate than traditional contractual arrangements?” 
 

To answer the research question, we compare the costs of creating and executing a 
traditional contract with the costs of creating and executing a smart contract. In doing 
so, we focus on the most prominent blockchain on which smart contracts run: Ethere-
um. This paper is structured as follows: first, we explain the concept of smart con-
tracts and use cases where smart contracts are already implemented. Second, we pre-
sent other use cases that are particularly suitable for the application of smart contracts. 
In the third part, the methodological part, we explain the procedure of our literature 
review, the expert interviews and the framework on which our analysis is based. In 
the fourth part, we examine the cost structures of conventional and smart contract 
arrangements. We use the matrix developed in part 3 as the basis for this analysis. The 
underlying assumption is that smart contracts are perfectly programmed and free from 
corrupting influences. We then summarize and discuss our results (part 5) and present 
a conclusion and the contribution of our research to theory and practice (part 6).   

2 Background 

2.1 Smart Contracts 

According to the first existing definition, given by Szabo (1996), “a smart contract is 
a set of promises, specified in digital form, including protocols within which the par-
ties perform on these promises”. Richard et al. (2020) state that smart contracts “en-
force autonomous verification in any transaction in the network under some pre-
defined conditions”. Thus, smart contracts are promises in digital form, with accom-
panying protocols that fulfill those promises. Programs that execute a protocol under 
certain circumstances and are stored on a blockchain can be categorized as a smart 
contract (Zheng et al., 2020). Smart contracts map business logic and execute agree-
ments and transactions, even complex ones, between blockchain participants automat-
ically and without intermediaries (Zheng et al., 2020). They are computer protocols 
that map, verify, or provide technical support for the execution of contracts (Taher-



doost, 2023). A smart contract is a program code written to be deployed, verified, and 
executed on a blockchain platform (Simić et al., 2021). It is immutable, decentralized, 
open source, self-executing, accurate, and fast. Therefore, the smart contract technol-
ogy is an attractive decentralized application that enables computations on top of a 
blockchain (Wan et al., 2021). In order to run and execute a smart contract, it is nec-
essary to have a money exchange via cryptocurrency to incentivize validators to solve 
cryptocraphic puzzles. Therefore, in the following analysis, we assume that the ap-
propriate and necessary wallet is set up and available. Since the analyzed case focuses 
on the Ethereum blockchain, the gas fees are paid in Ether (Li, 2021). The fee for the 
operation of smart contracts is called “gas fee” (Li, 2021). The exact cost of the gas 
fee depends on supply and demand, similar to the price of electricity. When all this is 
set up, smart contracts allow users to create self-executing algorithms with immutable 
rules on blockchain systems (Richard et al., 2020). The computer protocols can man-
age large sums of money, execute asset transactions, and govern the transfer of digital 
rights between multiple parties (Liu, 2020). There is a consensus in the scientific 
community that the application domain for smart contracts is much broader than the 
currently widely known use cases in the financial sector (Cuccuru, 2017; Huang et al., 
2021; Wan et al., 2021). Wherever business logic can be described as an if-then rela-
tionship by exchanging events and value, smart contracts (and their sub smart con-
tracts) can be implemented (Huang et al., 2021). The principle of “code is law” ap-
plies (Wan et al., 2021). The three main tasks that smart contracts are overtaking are 
(1) storage of rules, (2) verification of rules, and (3) self-execution of the terms of an 
agreement between untrusted parties (Khan et al., 2021; Mohanta et al., 2018). Stor-
age on the blockchain ensures that a smart contract is immutable and that transactions 
initiated by the contract are autonomously and truthfully executed. A smart contract is 
subsequently unalterable, making it all the more important for the parties involved to 
agree on all contract contents and contingencies.  

2.2 Common Use Cases for Smart Contracts 

As mentioned earlier, smart contracts have great applications when intermediaries 
need to be trusted and when contracting parties agree on a contractual object that can 
be described by simple or nested if-then relationships (Huang et al., 2021). By using 
smart contracts, processes can be managed with greater speed, efficiency, and accura-
cy. Trust and transparency can be created because there is no central third party in-
volved and the encrypted records of transactions are shared with network participants 
(Khan et al., 2021). This eliminates the question of whether information has been 
altered for personal gain. Because of the blockchain approach, smart contracts create 
great security and enable savings by eliminating intermediaries and the associated 
time delays and fees. In the financial sector, smart contracts are used to make interna-
tional trade faster and more efficient (Wang and Xu, 2022). Standardized rules agreed 
upon by the parties involved enable an ecosystem of trust. Banks as trusted parties 
become redundant and credit checks can be automated with smart contracts (Wang 
and Xu, 2022). Furthermore, smart contracts facilitate data exchange and thus serve as 
a driver for industrial business models (Chong et al., 2019). In the case of Walmart’s 



pilot project, smart contracts enable automatic penalties for late deliveries (Lacity and 
van Hoek, 2021). The food companies Nestlé, Dole, Unilever, and Tyson Foods are 
part of the pilot project. By tracking deliveries, transfers are made automatically as 
soon as the goods are delivered. These smart contracts are processed via a private 
blockchain on Hyperledger Fabric. If deliveries do not happen within the agreed 
timeframe specified in the smart contract, a penalty payment is due (Lacity and van 
Hoek, 2021). According to Walmart, the pilot project has resulted in significant sav-
ings due to a reduction in transaction costs (Lacity and van Hoek, 2021). The exact 
amount of savings generated by the implementation of smart contracts has not yet 
been disclosed. In addition to their use in supply chains, smart contracts also have 
great potential applications in the public sector. They can be used to automate the 
transfer of ownership of real estate and the associated land registry entries (Shinde et 
al., 2019). This saves the parties involved expensive notary fees and time-consuming 
procedures. The smart contract would then formulate in a way that the land registry 
entry changes automatically (Shinde et al., 2019). This could be, for example, the 
receipt of the transfer of the real estate price from the buyer to the seller. Once the 
smart contract detects such a transfer (“if function”), the land registry entry is changed 
(“then function”).  

Estonia recently launched an “e-residency” program based on smart contracts that 
allows anyone in the world to apply for a “transnational digital identity and authenti-
cation to access secure services, as well as to digitally encrypt, verify, and sign doc-
uments” (Triana Casallas et al., 2020). Further applications in the public sector cur-
rently tested are registration of property titles (prototyped inter alia in Sweden, Geor-
gia, Honduras and Ghana), tax administration and electronic invoice insurance (initi-
ated in China), digital identity (initiated in Italy), managing identification of state 
residents (planned in the United States), transfer of ownership (planned in the United 
States) and online votes (tested inter alia in Denmark, France and The Netherlands) 
(Triana Casallas et al., 2020). According to the World Bank, close to 2% of the Glob-
al Gross Domestic Product ends up in the hands of corrupt government agents (Triana 
Casallas et al., 2020). As implementing smart contracts in the public sector creates 
transparency, the World Bank identifies them as a key technology to overcome cor-
ruption (Triana Casallas et al., 2020). Once the required infrastructure for the relevant 
use case is in place, there are significantly more applications for smart contracts. For 
example, self-driving taxis can independently bill users for their services (Li et al., 
2023). In that case, the smart contract is programmed in a way that it opens the door if 
the car as soon as a solvent passenger is interested in a ride. The location of the car is 
tracked by an oracle as soon as the passenger is getting into the car. The oracle rec-
ords the trip and then feds this information into the smart contract. The computer 
protocol calculates the amount to be paid, which is automatically debited from the 
deposited account when the passenger completes the trip and leaves the vehicle. Fol-
lowing the same principle, it is possible to automate the process of renting vacation 
homes, bicycles, etc. In the manufacturing industry, smart contracts enable networked 
machines to automatically request services. For example, repair slots are automatical-
ly booked when the machine needs to be repaired or serviced (Balcerzak et al., 2022). 
Smart contracts also provide use cases for facilitating and automatizing administration 



within organizations. In human resources, for example, smart contracts can be used to 
automatically manage bonuses and expense reimbursements. Besides, they can verify 
the originality of certificates and skills which assists the process of (intraorganization-
al) staffing.  

3 Methodology  

In order to compare traditional and smart contracts and their associated costs in a 
structured manner, we created a framework to guide our analysis. Specifically, we 
developed a matrix that allows us to capture and compare the factors relevant to set-
ting up and operating both traditional and smart contracts and their associated costs. 
In the first column, we distinguish the number of contracting parties. We distinguish 
between cases where (1) two parties (1:1) or (2) more than two parties (1) are in-
volved in the contract. For the contract duration in the second column, we analyze (1) 
non-recurring/one-time use contracts and (2) longer contract durations (see figure 1). 
For the different contract durations, we then distinguish the costs associated with the 
contract; we differentiate between one-time and recurring costs. The resulting matrix 
allows us to evaluate which type of contract is most appropriate in each case, focusing 
on the predictable costs incurred over the lifetime of the contract. In our model, we 
assume that the subject matter of the contract is fulfilled. Costs that may be incurred 
as a result of non-compliance are not included in the analysis to ensure comparability 
of cases.  

 
Figure 1. Analysis Framework for Comparing Contract Related Costs 

As a basis for our analysis, we conducted a systematic literature review following 
vom Brocke et al. (2015) and using Cooper’s related taxonomy (vom Brocke et al. 
2015). We defined existing research on smart contracts and directly related concepts 
and technologies (phases 1 and 2) to provide a framework for our literature analysis. 
In addition to information systems databases AIS eLibrary and Information Systems 
Research Journals, we selected the computer science databases ACM Digital Library 



and IEEE (phase 3). By selecting highly ranked databases and including papers pub-
lished in them, we ensure the quality of the papers included and thus the validity of 
our analysis. As suggested by Cooper in his taxonomy, it is also necessary to define 
keywords that form the basis of the literature analysis (vom Brocke et al., 2015). Our 
search strings (“smart contracts” AND “transaction costs”) and (“smart contracts” 
AND “gas fee”) and (“transaction costs” AND “business contract”) yielded a total of 
1,886 potentially relevant documents as of February 10, 2024, with a starting year of 
2008, as 2008 is considered the beginning of blockchain technology with the publica-
tion of the white paper around bitcoin . After reviewing the titles and abstracts, we 
divided the papers into the categories “highly relevant” and “relevant”, where the title 
and abstract indicated that the paper detailed transaction costs for smart or conven-
tional contracts. If neither the title nor the abstract indicated that the paper detailed 
transaction costs in conventional or smart contracts, the paper was considered “not 
relevant”. This process resulted in 100 highly relevant and relevant papers. After 
reading the articles in their entirety, we were able to index 17 papers that we included 
in the analysis based on their content on transaction costs in smart contracts or con-
ventional contract design (phases 3 and 4). Based on these highly relevant articles, we 
developed theoretical overview matrices of the cost structures of traditional and smart 
contracts (phase 5), which we present in the following sections of the paper. To vali-
date and challenge our findings, we conducted a qualitative study. We interviewed 
twelve smart contract practitioners (table 1). Six of them are currently deploying 
smart contracts in their organizations, three are programming smart contracts, and 
three are lawyers who review smart contracts before they are translated into code.  

Table 1. Overview of Interview Partners 

 

 
In these semi-structured interviews, which lasted between 30 and 60 minutes, we 
presented our findings from the literature review and the matrix (figure 1). We then 
asked for their feedback and suggestions for changes. After transcribing the recorded 
interviews, we coded them using MAXQDA. We included all aspects and feedback of 
the analysis framework that were mentioned by three or more of the experts during 
the interviews. We included them in our model when three or more experts recom-
mended the same changes. An overview of the methodological approach is shown in 
figure 2. 

 

Inter-
viewee 

Reason for including in data collection process  

1 – 6  Smart contract users in banking, insurance and retail sectors 

7, 8 , 9  Smart contract developers with  ≥ 3 years of experience 

10 , 11, 
12 

Legal professionals with ≥ 10 years of experience and an additional 
smart contract qualification for ≥ 3 years 



Figure 2. Methodological Approach 

4 Analysis 

4.1 Conventual Contract Arrangement 

Following the analytical framework derived above (figure 1), we will first analyze the 
costs incurred in the case of two contractors (1:1) and a single contract term. We will 
then compare these costs to the case where more than two contractors (1:n) are in-
volved. After analyzing the two one-time contract cases, we will consider the case of 
recurring contracts. Again, we start with the case where two parties are involved and 
then compare it to the case where more than two parties are part of the contract.  
Many contracts are concluded by two parties. This applies for the majority of B2B 
supply contracts as well as for rental, employment, and sales contracts. In all cases, it 
is important that the subject matter and terms of the contract, as well as any related 
contingencies, are clarified and stated. The more complex the subject matter of the 
contract, the more likely it is that the parties will involve legal counsel in drafting the 
contract, also in the case of a non-recurring contract agreement. This ensures that the 
contract is legally binding and free of errors. The total one-time cost of agreeing on 
the content of the contract (including legal experts) comes at a cost; the more complex 
it is and the longer it takes to agree on its content, the more expensive the one-time 
cost of drafting it. Since in the first scenario the contract is non-recurring, there are no 
recurring costs.  

In case more than two parties (1:n) are involved in the contract, the effort required 
to draft the contract is greater than in a two-party setting. This is because the interests 
of several parties must be coordinated when drafting the contract. Also, the effort to 
define the subject matter of the contract is obviously more complex than the process 
when only two parties are concerned. The more contractors involved and the more 
complex its content, the higher the coordination costs. Thus, the one-time costs in the 
1:n setting are greater than those in the 1:1 setting. Since the duration of the contract 
is limited to a single event, no recurring costs arise.  

In case of a recurring contract between two parties (1:1), the one-time costs are 
just as high as in the case of a non-recurring contract (see above). This is because in 
both cases, all contingencies must be addressed. In the case of a recurring contract, 
recurring costs are incurred because both parties must verify compliance with the 
agreed-upon subject matter. Depending on the application, this can also be done by 
third parties (service providers). The total recurring cost is therefore the sum of the 
verification costs of both parties. 

In case more than two parties (1:n) are involved in a recurring contract, the one-
time costs are just as high as in the case of a 1:n non-recurring contract. This is be-



cause in both cases, all possible contingencies must be addressed. The overall recur-
ring costs (verification costs) in a 1:n setting are higher than in a 1:1 setting. Similar 
to the 1:1 setting, the verification costs comprise all expenses for checking the com-
pliance of contractual objects, possibly completed by service providers. The more 
complex the contract setting (contracting parties and contract complexity) the higher 
the verification costs since the compliance with the contract must be checked by all 
contractors individually. 

4.2 Smart Contract Arrangement 

After having structured the costs of conventional contract creation (see figure 3), we 
will now do the same for smart contracts (see figure 4). In the first case, where a con-
tract is non-recurring and concluded between two contracting parties, the onetime 
costs are higher than those for traditional contract creation. This is because additional 
costs are incurred because not only do all parties need to agree on the subject matter 
of the contract and clarify contingencies, but the agreement also needs to be translated 
into a smart contract and programmed accordingly. The process leading up to the 
actual programming of the smart contract is also more expensive than creating a tradi-
tional contract agreement. This is because lawyers with special training in smart con-
tract law are needed to validate its content. Lawyers without this training are not per-
mitted to review the content of a contract that is to be translated into a smart contract 
and declare it legally binding (“Many legal professionals have not yet fully grasped 
what smart contracts are or how they function.”, expert 10). Lawyers with the addi-
tional training to declare a smart contract legally binding are rare these days, so they 
have high hourly rate (“Many do not see the potential and therefore do not perceive 
the necessity to undergo the appropriate further education.”, expert 11). If the pro-
grammer has questions about the content of the contract during the coding process, 
both parties to the contract and the aforementioned legal experts will need to come to 
the table to resolve the ambiguity. The experts in our qualitative study agree that the 
cost of creating a smart contract is three to ten times higher than the cost of creating a 
traditional contract. Even though the contract is set up for a one-time event, there are 
still recurring costs. This is because the smart contract is responsible for verifying and 
enforcing its terms. It increases the cost of verification. These costs come from the 
price of gas and the amount of gas used.  
If more than two (1:n) contracting parties enter a smart contract for a one-time con-
tractual relationship, the one-time costs for agreeing on the content of the contract are 
greater than in the 1:1 case. Because more parties with different interests are involved 
in agreeing on the subject matter of the contract, the associated setup costs are higher 
than when creating a smart contract. Since the contract terms are more complicated 
than in the 1:1 contract constellation, the cost of translating and programming a smart 
contract based on the agreement(s) is also higher. Since the contract is agreed for a 
longer period of time, the smart contract continuously monitors the occurrence of the 
deposited conditions. For the continuous monitoring of the smart contract, a gas fee is 
permanently incurred (recurring costs). These costs are higher compared to 1:1 con-
tractual relationship because the associated smart contract is more complex in 1:n  



Figure 3. Overview of Costs in a Conventional Contract Arrangement 



Figure 4. Overview of Costs in a Smart Contract Arrangement 



contractual relationships. 
In case a contract is recurring and concluded between two contracting parties, the 

onetime costs are equal to the onetime costs that arise when two parties are entering a 
smart contract that is non-recurring. This is because all contingencies and cases need 
to be agreed, whether the contracts are recurring or non-recurring. Similar to the pre-
vious cases, lawyers with special training in smart contract validation are required. 
The recurring costs in a 1:1 recurring smart contract setting are higher than in a one-
time smart contract setting, because gas fees are due throughout the term of the con-
tract.  

In the last scenario in which a contract is recurring and concluded between more 
than two contracting parties (1:n), the onetime costs for setting up a smart contract 
are equal to the costs that arise when a 1:n contract is set up for a non-recurring peri-
od. Due to the recurring contract period, the recurring costs of a 1:n smart contract 
relationship are higher than in case of a 1:n non-recurring smart contract relationship 
(see figure 3). 

5 Summary of Results and Discussion 

Our analysis shows that the total one-time cost of setting up smart contracts is much 
higher than the cost of setting up conventional contracts (experts 1 - 12). This is be-
cause in addition to the cost of agreeing the terms of the contract, there are legal fees 
and programming costs to translate the content of the contract into smart contracts. 
The total recurring cost of smart contracts depends on the complexity and duration of 
the contract. In the case of a 1:n contractual relationship, the recurring cost of smart 
contracts to automatically verify and execute contract elements is less than the sum of 
the costs incurred when all parties manually verify and execute contracts. Depending 
on the complexity of the contract between two contracting parties, the recurring costs 
are lower in a traditional contracting environment. This is because if the contract is 
entered into once, the one-time review of the contract terms is low and easily verifia-
ble. However, if the contract terms between two contractors are highly complex, for 
example, involving various external databases, it may be more advantageous to im-
plement smart contracts. In general, our analysis has shown that the more complex a 
contract (determined by the contract objects and the parties involved), the higher the 
one-time costs. In these cases, the use of smart contracts is preferable. Despite the 
high setup costs, smart contracts offer the advantage that checking and executing rules 
is less expensive than doing it manually. The less complex the contracts are, and only 
from a cost perspective, the traditional contract can still be used. However, if security 
is the primary concern and transaction costs are secondary, smart contracts should be 
used. This is also in line with the original idea and goal of all blockchain applications: 
the primary decision for blockchain and smart contract solutions should not be based 
on cost aspects, but on security aspects.  



6 Conclusion and Contribution to Theory and Practice 

Although there have been studies on the cost structure of smart contracts, such as the 
composition of gas fees (Vatiero, 2018) and energy consumption to run smart con-
tracts (Zhang and Chan, 2020), we are the first to directly compare the costs associat-
ed with setting up traditional and smart contracts. This comparison provides the basis 
for further research around the computing protocols analyzed. Based on our findings, 
use cases such as Walmart can be quantitatively analyzed once the relative savings 
generated by using smart contracts are published. The matrix we developed provides a 
starting point for analyzing other key factors that influence a decision for or against 
smart contracts. Kannengieser et al. (2022) identify technical challenges associated 
with smart contracts. They provide initial solutions to the identified challenges. Based 
on this, our matrix offers another important step to sensitize organizations for the use 
of smart contracts. In addition, we create a first relevant tool for practitioners and 
academics to determine whether to choose conventional or smart contracts. In addi-
tion to the existing 10-step decision path for blockchain applications (Pedersen et al., 
2019), we introduce a criteria catalog through our morphological box. This catalog 
aims to determine when it is appropriate to use a smart contract, and when a conven-
tional contract should be preferred.  
Overall, the paper provides a basis for evaluating the use of smart contracts in terms 
of effectiveness. For practitioners, our results help them to better assess when the use 
of smart contracts in their organization is worthwhile or not. We provide them with 
concrete evaluation dimensions. We also contribute to theory, as our work is the first 
to provide a basis for evaluating smart contracts in terms of effectiveness. So far, and 
since smart contracts are a rather new phenomenon, there has been quite a lot of re-
search on this topic (Albizri and Appelbaum, 2021; Bai et al., 2018; Balcerzak et al., 
2022; Carvalho and Karimi, 2021; Chen et al., 2018; Christidis and Devetsikiotis, 
2016; Cuccuru, 2017; Egelund-Müller et al., 2017; Halaburda, 2020; Huang et al., 
2021; Kannengieser et al., 2022; Khan et al., 2021; Shahab and Allam, 2020; Shailak 
Jani, 2020; Simić et al., 2021; Szabo, 1996; Taherdoost, 2023; Triana Casallas et al., 
2020; Vatiero, 2018; Wan et al., 2021). The various application scenarios of smart 
contracts have been extensively analyzed and presented in the literature. It is common 
for new digital innovations to be surrounded by extensive research, and smart con-
tracts are no exception. However, there is a lack of evaluation regarding the cost 
structures of smart contracts compared to conventional contracts. Our research ad-
dresses this gap by comparing the costs associated with deploying smart contracts 
versus traditional contracts. In doing so, we provide a foundation for further research 
to evaluate smart contracts across different aspects and on blockchains other than 
Ethereum, such as Hyperledger Fabric. These aspects may include employee adop-
tion, organizational knowledge required for successful implementation, and explora-
tion of additional applications and use cases for smart contracts. 
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