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ABSTRACT 

 
The growth and popularity of SNSs such as Facebook and Twitter have created a new world for users to conduct activities such 
as posting, viewing, sharing, replying and playing. One of the most important user participation behaviors is self-disclosure. 
This study attempts to investigate the relation between privacy risk and self-disclosure behavior in SNSs and to understand 
how the users selectively reveal personal information in an environment with high privacy risk. By integrating Communication 
Privacy Management Theory, Disclosure Decision Model and Social Capital Theory, we propose a SNS user self-disclosure 
model. In particular, we propose that perceived privacy risk (PPR) and perceived information control ability (PICA) are the 
two key antecedents of user self-disclosure. We further suggest that that the three dimensions of social capital, namely, 
relational dimension, cognitive dimension, and structural dimension, influence PPR and PICA respectively. A survey was 
conducted and structural equation modeling (SEM) was employed for data analysis. Our hypotheses are generally supported. 
Research implications are discussed. 
 

Keywords:  Social Networking Sites (SNS), Accuracy of Self-disclosure, Perceived Information Control Ability(PICA), 
Perceived Privacy Risk(PPR), Social Capital. 

 

 

INTRODUCTION 

 

Social networking sites (SNS) is a cyber environment that allows the individual to construct his/her profile, sharing text, 
images, and photos, and to link other members of the site by applications and groups provided on the Internet[4][40]. The 
growth and popularity of SNSs such as Facebook and Twitter have created a new world for users to conduct activities such as 
posting, viewing, sharing, replying and playing[53]. Compared with traditional blogging, micro blogging is a more rapid and 
real-time communication mode, which requires less invested time and generated content, as a result it allows users to update 
more frequently and it encourages more personal topics[25].  
People talk about themselves or their lives is usually considered as self-disclosure. Self-disclosure is a voluntary act that 
reveals personal information to others[52]. Different from information or knowledge sharing, self-disclosure is more related to 
revealing personal information and to the issue of privacy [1] and it is good input for building a reliable and trustworthy SNS 
e-business recommendation system. However, self-disclosure in SNS has its contradictions. On one hand, participants in SNSs 
expect to disclose more information in a more private level for the sake of self-discovery, gaining social capital, building social 
identity [11][53]. On the other hand, self-disclosure in SNS is faced with potential privacy threats, such as using the account 
information to reset users’ social security number and reveal private information like birthday or hometown[18].  
As we all know, SNSs remain their attractiveness only if people are willing to disclose themselves and communicate with each 
other. People received the self-disclosure motivation from a social level and then they reveal their information or thoughts in 
different ways. We want to discovery the process that how people handle the relationship between the desire to disclose and the 
privacy risk and this may give some advice to the SNSs operating company. Therefore, we attempt to investigate the relation 
between privacy risk and self-disclosure behavior in SNSs and to understand how the users selectively reveal personal 
information in an environment with high privacy risk. By integrating Communication Privacy Management Theory, Disclosure 
Decision Model and Social Capital Theory, we propose a SNS user self-disclosure model. In particular, we propose that 
perceived privacy risk (PPR) and perceived information control ability (PICA) are the two key antecedents of user 
self-disclosure. We further suggest that that the three dimensions of social capital, namely, relational dimension, cognitive 
dimension, and structural dimension, influence PPR and PICA respectively. 

 

 

THEORETICAL BACKGROUND AND LITERATURE REVIEW 

 

Self-disclosure Behavior 

The concept of self-disclosure is originally defined in psychology literature as the process that individuals in society transfer 
personal information and share ideas and emotions [26][27]. Since then, the concept and effect of self-disclosure are widely 
discussed by scholars. The concept of self-disclosure has been recognized by many prior literature as a multi-dimensional 
construct, comprising dimensions including (a) the amount of self-disclosure, (b) the intentionality of the person to 
self-disclose information, (c) the honesty or accuracy of the message being self-disclosed, (d) the depth or intimacy of the 
message being self-disclosed, and (e) the positiveness or valence of the message being self-disclosed [46][51][52]. 
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Focusing on user behavior in micro blogging websites, we define self-disclosure in SNSs as the process that participants in a 
social networking site transfer personal information and share ideas and emotion. Compared with traditional blogging, micro 
blogging is a more rapid and real-time communication mode, which requires less invested time and generated content, as a 
result it allows users to update more frequently and it encourages more personal topics [25].  
Self-disclosure behavior in SNSs shares many commonalities with general information and knowledge sharing behavior. 
Similarly, the intention of sharing in SNS could be viewed as a function of two decisive factors. In the individual level, 
participants concern about the benefits they can get from information sharing. In the social level, SNS users may perceive 
themselves as members in the organization and have participation intentions[2]. However, self-disclosure is different from 
general information and knowledge sharing in the degree of personal information and emotion exposure, and thus the privacy 
issue might be more sensitive [1]. 
 
Intention to share on SNSs 

As one of the crucial activities in SNSs, knowledge or information sharing has been studied by many scholars. On the aspect of 
individual consideration, participants might care more about the benefits they derive from sharing information. At the same 
time, SNS users are likely to perceive themselves as members of a group and form participation intentions [2]. Bagozzi and 
Dholakia modeled participants’ intentions to participate together as a group as a function of individual and social determinants. 
Following their lead, many researchers, such as Dholakia, Bagozzi, and Pearo, have postulated some variables on these two 
determinants to develop participation theories in the context of virtual communities [11]. Individuals are not only concerned 
with how they can benefit from information sharing, but also consider group influence, which always generates common 
standards and pressures people to act. 
Therefore, when we study the behavior of self-disclosure in SNSs, both individual and social factors are worth investigating. In 
the individual part we use the privacy theories to conclude individual behavior and the social capital theory, which was so 
popular in SNS research, is used to explain the social factors. 
 
Self-disclosure and Privacy Risk 

The process of self-disclosure inevitably involves with privacy. Prior research indicates that users’ action would be affected by 
privacy or risk[15][32]. Petronio [39] proposes Communication Privacy Management Theory to explain how people manage 
their private information under the influence of individual and group. Privacy disclosure is a critical balance after people 
considering whether to reveal their privacy [7]. In other words, people will set up privacy boundary during the privacy 
information management process and disclose selectively. Omarzu (2000) propose Disclosure Decision Model to explain the 
cognitive process of self-disclosure decision. Self-disclosure is a strategic behavior in this model. After the disclosure purpose 
is settled, users will have subjective assessment of the utility and risk and decide the content, depth, breadth and duration of 
disclosure [37]. Both of two models consider self-disclosure as a rational decision-making process and have control and 
evaluation stages. 
Both of the Communication Privacy Management Theory and Disclosure Decision Model view privacy risk as a countable 
factor users will take into account before self-disclosure, meanwhile both of theories include users’ perceived information 
control ability. Research shows that first-order measurement factor of users’ information privacy concerns are information 
collection, information control and consciousness [33]. While facing high level of privacy risk, people will tend to adopt 
stronger information control behavior [36]. 
 

Social Capital Theory 

Social capital theory has been proposed to explain different prosaically behavior including community participation [50]. SNS 
provides different online interactive application such as friend lists, photo albums and search function, letting more and more 
people to establish and maintain their own social capitals in the social network [14][42]. There are three dimension of social 
capital, namely, structural dimension, relational dimension and cognitive dimension [9].  
The structural dimension describes the pattern, density, connectivity and hierarchy of network [47]. The society and network 
relations decide who can be contact to and how did it achieve [47]，these relations are formed when community members 
communicate with each other [49]. Burt [5] found individual who was in the center of network and has relation with more 
other members have the tendency to share continuously. In the internet environment, members have higher centrality will 
disclose more and reply helpfully [50]. 
The relational dimension is composed of norms [22][23][31], obligation [23][35], trust [9][23][24][35][41], and identification, 
which raise people’s awareness of collective goals [23][35]. In SNS, trust is defined as the match degree of behavior and own 
interest users think while others using their private information.[28]. Trust can reduce the perceived privacy risk and enhance 
the wiliness to communicate and share [13][34]. 
The cognitive dimension means the resources which can promote the understanding between community members like shared 
goal, culture and ideas[9][24][55]. Tsai and Hoshal [48] found that shared vision is an important factor in cognitive dimension, 
it enhances group cohesion significantly and decides the group type. When the community shared vision was given, SNS users 
will be easy to find the common faith and disclose themselves. 

 

RESEARCH MODEL AND HYPOTHESES 

 

This study investigates the relation between privacy risk and self-disclosure behavior in SNSs and to understand how the users 
selectively reveal personal information in an environment with high privacy risk. Specifically, we propose that perceived 
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privacy risk (PPR) and perceived information control ability (PICA) are the two key antecedents of user self-disclosure. We 
further suggest that that the three dimensions of social capital, namely, relational dimension, cognitive dimension, and 
structural dimension, influence PPR and PICA respectively. Our research model is presented in Figure 1. 
 

 
Figure 1 Research Model 

 
Perceived Information Control Ability 

In our study, perceived information control ability is defined as the confidence level of SNS users for the relevance of the 
disclosed information flow and privacy boundary. Research indicates that control is an important factor affecting privacy 
concerns[33]. Perceived control has a significant negative effect on privacy concerns [54]. In other words, people who have 
higher level of information control ability will perceive less privacy risk [15]. SNS users who have better information control 
can handle the information flow better and manage their privacy boundary better, thus they will face less privacy risk. Hence 
we hypothesized that: 
H1：SNS users’ perceived information control abilities are negatively associated with perceived privacy risks. 

According to Communication Privacy Management Theory and Disclosure Decision Mode, the process of self-disclosure is 
dynamic and will change as the situation changes. Hence, information control ability may affect the accuracy of self-disclosure. 
The potential effect should be considered as speculative [43]. Most studies consider information control as a factor will affect 
the privacy risks but not self-disclosure. However, social network site has a more rapid and real-time communication mode and 
it may shorten the decision process. Hence we hypothesize that :  
H2：SNS users’ perceived information control abilities are positively associated with the accuracy of self-disclosure. 

 
Perceived Privacy Risk 

Communication Privacy Management Theory has explained how people manage their private information under the influence 
of individual and group, people will set up the privacy boundary during disclosure process[7]. When the information risk is 
hard to predict accurately in SNS, people will take the perceived privacy risk as reference for privacy boundary. If users 
perceive high level of privacy risk in the SNS environment, they will modify the content, such as beautify or hide[32]. We 
therefore come up with the following hypothesis: 
H3：SNS users’ perceived privacy risks are negatively associated with the accuracy of self-disclosure. 

 

Social Capital 

The factor affecting self-disclosure can be divided to individual factors and social factors and we use social capital theory to 
interpret the social factors. 
In the structural dimension, we use centrality as the measurement. The people who have higher level of centrality will have 
better control ability to group structure, group attributes and group behavior [3][5][45]. Higher level of centrality means better 
master degree of privacy information audiences and better perceived information control ability. Hence we hypothesize that:  
H4：The centralities of SNS users are positively associated with their perceived information control ability. 

In relational dimension, we adopt trust as measurement. Many researches found trust has significant negative influence on 
perceived privacy risk[13][34]. In the environment of social network sites, the research object of trust can be divided into two 
kind[13]，one is trust on the websites[15][38]，another is trust on members [21]. Because of the trust on the website and on the 
friends, individuals worry less about their private information will be misused or reveal and the perceived privacy risks 
become lower. Hence we hypothesize that:   
H5a：SNS users’ trust on websites is negatively associated with the perceived privacy risk. 

H5b：SNS users’ trust on members is negatively associated with the perceived privacy risk. 

In cognitive dimension, we use shared vision as measurement. Shared vision enhances group cohesion significantly and 
decides the group type [48]. In SNS, users’ subjective self-disclosure must associate with their values because of the originality. 
If individual has higher level of shared vision in the community, the disclosed content will be easier to accept by the audience 
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and the potential risk will be lower. Hence we hypothesize that: 
H6：SNS users’ shared visions are negatively associated with the perceived privacy risk. 

 

 

METHODOLOGY 

 

We used questionnaires to test our hypothesis. To ensure the face validity we adopted mature scale to measure relevant 
variables. We adjusted each item for the SNS situation and integrate the contents refer to existing literatures. 
Table 1 shows the final scale of our questionnaire. A seven point Likert scale was used to measure each item. In the 
environment of internet, privacy concerns can be divided into abuse and finding[12]. Abuse refers to stolen or improper use of 
information and finding refers to information observation by improper audiences or information reveal. We choose the finding 
dimension as measurement because finding has widen range and suitable for the open platform in SNSs. For the measurement 
of centrality, we asked participants about their friends in SNSs but many participants didn’t answer or could only provide  
approximate numbers. To reduce the uncertainty, we developed a static evaluation scale based on the concept of social 
enhancement[45]. Social enhancement refers to the acceptance and approval values participants get from other members and 
users’ status enhancement after involvement [6]. Using the static evaluation of social enhancement process is similar with the 
concept of centrality. Both of the concepts are relevant with uses’ status in the community and the relations with others.  
The main research object of this study was Chinese college students. We sent 175 questionnaires and received 174. We built 
strict rules to filter our filled questionnaires and eventually 157 questionnaires were valid. In 157 questionnaires, 155 of them 
have one or more SNS accounts and 93.5% of them have a SINA micro blogging account. As there were 25 items in the scale, 
our sample size is 6.2 times of the items number and it is a bit poor for a covariance-based structural equation model(CB-SEM). 
In a partial least squares structural equation model(PLS-SEM), the minimum sample size should be large as ten times the 
largest number of formative indicators or the largest number of structural paths directed at a particular latent construct[19]. Our  
model and sample size met the requirements and could be further analyzed. Hence, We will use SPSS 19.0，SmartPLS 2.0 to 
analyze the data. 
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Table 1 Questionnaire items 

 

 

DATA ANALYSIS AND DISCUSSION 

 

Descriptive Statistics 

We will use the 155 valid questionnaires which have SNS account for further analysis. There are 63 males and 92 females in 
the participants. 123 participants’ education degree is bachelor and 28 participants are master. The average age of the sample is 
22.05, ranging from 18 years old to 28 years old. 90.97%  participants have registered their SNSs account for more than 6 
months. In SNS, only 35.48% people will use their real names but 56.8% people will upload personal real photos and 67.74% 
people will provide real contact information.  
 
Reliability and Validity 

Cronbachs Alpha is acceptable when it’s higher than 0.7[17] and it show model have good reliability . As the result in Table 2 
we know all the α statics are higher than 0.7 expect perceived information control ability(PICA).Other indicator of PICA have 
passed the test, so its scale and data are effective. The composite reliability statics of all variables have reached the threshold 
value of 0.7 [19]. All of the AVE statics are higher than 0.5 and the model have a good convergent validity[16]. 
Table 3 shows the cross loading of each item, the loading of each variable’s item is bigger than other cross loading. Meanwhile, 
in Table 4 we know the AVE square root of each variable is far higher than the correlation coefficient with other variables and 
it means the model has good discriminant validity[16]. 
In a word, the result of reliability and validity is acceptable and further analysis can be continued. 
 
  

Variable No. Question 
Referenc

e  

Perceived 

Information 

Control 

Ability 

（PICA） 

PICA1 I will provide accurate and private information only when the websites allows me 
to control it. 

[15][30] PICA2 It's very important for me to control my personal information I provided to the 
website. 

PICA3 I will provide accurate and private information only when the website control 
policy is validated or supervised by trusted third party. 

The 

Accuracy of 

Self-disclosu

re 

(AC) 

AC1 My statements about my feelings, emotions, and experiences are always accurate 
self-perceptions. 

[15][30] AC2 I always feel completely sincere when I reveal my own feelings and experiences. 
AC3 I intimately disclose who I really am, openly and fully.  
AC4 I am always honest in my self-disclosures. 

Perceived 

Privacy 

Risk 

(PPR) 

PPR1 When I use SNSs， I have the feeling of being watched. 

[12][15] 
[20] 

PPR2 When I use SNSs， I feel all my operations have been tracked or monitored. 

PPR3 

I worry about others can find my following information in SNSs: My birthday and 
birth place; information of my close family members; home address, work place 
and phone number of the two; present and previous address and the phone number 
of the two; Personality traits and interests;  Financial and social status. 

Centrality 

(CE) 

CE1 I left a deep impression to other when using SNSs. 
[45][50] CE2 I feel myself important when using SNSs. 

CE3 I feel surrounded by friends who care about me when using SNSs. 

Trust on 

Websites 

(TW) 

TW1 I think the SNSs platform is a trustworthy website for me. 

[21][38] 
[44] 

TW2 I can believe that SNSs platform can protect my privacy. 

TW3 I can believe that SNSs platform will protect personal information from 
unauthorized use. 

TW4 It's credible that SNSs platform will keep its promise. 

Trust on 

Members 

(TM) 

TM1 Even there are opportunities, friends on SNSs won't exploit others. 

[8][21] 
[38] 

TM2 My friends on SNSs will keep their promise to others. 
TM3 My friends on SNSs won’t do anything on purpose to destroy communications. 
TM4 The performance mode of my friends on SNSs is consistent. 
TM5 My friends on SNSs are sincere during the interactions. 

Shared 

Vision 

(SV) 

SV1 My friends on SNSs have common goals and hobbies. 
[8] SV2 My friends on SNSs have similar views and interests. 

SV3 My friends on SNSs have many similar places. 
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Table 2 Reliability and validity measurement 

 
Item Loading Standard error T-statistic AVE Composite Reliability Cronbachs Alpha 

PICA 

PICA1 0.83 0.09 9.19 

0.59 0.81 0.66 PICA2 0.75 0.13 5.88 

PICA3 0.73 0.13 5.41 

AC 

AC1 0.80 0.08 9.80 

0.67 0.89 0.84 
AC2 0.82 0.09 9.58 

AC3 0.80 0.11 7.43 

AC4 0.85 0.10 8.70 

PPR 

PPR1 0.85 0.04 21.99 

0.68 0.87 0.77 PPR2 0.87 0.03 28.03 

PPR3 0.76 0.06 11.93 

CE 

CE1 0.85 0.21 4.13 

0.73 0.89 0.83 CE2 0.84 0.21 3.93 

CE3 0.88 0.17 5.12 

TW 

TW1 0.75 0.06 13.03 

0.70 0.90 0.86 
TW2 0.87 0.04 19.85 

TW3 0.87 0.05 16.94 

TW4 0.85 0.06 14.81 

TM 

TM1 0.84 0.26 3.27 

0.72 0.93 0.90 

TM2 0.88 0.25 3.49 

TM3 0.89 0.24 3.71 

TM4 0.81 0.21 3.87 

TM5 0.81 0.21 3.82 

SV 

SV1 0.80 0.29 2.72 

0.72 0.88 0.88 SV2 0.99 0.30 3.36 

SV3 0.73 0.30 2.40 
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Table 3 Crossing loading 

 
PICA AC PPR CE TW TM SV 

PICA1 0.83 0.19 0.10 0.18 0.30 0.07 0.03 
PICA2 0.75 0.08 0.15 0.16 0.08 0.00 0.09 
PICA3 0.73 0.04 0.15 0.11 0.04 -0.07 -0.08 

AC1 0.20 0.80 -0.12 0.12 0.14 0.14 0.11 
AC2 0.09 0.82 -0.13 0.23 0.24 0.16 0.20 
AC3 0.05 0.80 -0.11 0.29 0.32 0.29 0.20 
AC4 0.10 0.85 -0.18 0.23 0.34 0.22 0.10 

PPR1 0.18 -0.10 0.85 -0.01 -0.30 -0.04 0.05 
PPR2 0.05 -0.18 0.87 -0.05 -0.27 -0.08 -0.02 
PPR3 0.17 -0.14 0.76 -0.06 -0.26 -0.18 0.02 
CE1 0.15 0.16 -0.08 0.85 0.23 0.17 0.18 
CE2 0.11 0.22 0.01 0.84 0.24 0.25 0.23 
CE3 0.22 0.24 -0.04 0.88 0.24 0.12 0.23 
TW1 0.24 0.39 -0.25 0.34 0.75 0.37 0.18 
TW2 0.12 0.19 -0.30 0.19 0.87 0.36 0.12 
TW3 0.13 0.19 -0.31 0.20 0.87 0.34 0.07 
TW4 0.20 0.28 -0.26 0.22 0.85 0.42 0.21 
TM1 0.06 0.22 -0.07 0.18 0.46 0.84 0.26 
TM2 0.02 0.26 -0.08 0.20 0.41 0.88 0.38 
TM3 -0.03 0.19 -0.14 0.13 0.37 0.89 0.34 
TM4 -0.01 0.20 -0.10 0.15 0.34 0.81 0.47 
TM5 0.08 0.15 -0.06 0.20 0.29 0.81 0.48 
SV1 0.12 0.17 0.00 0.18 0.21 0.50 0.80 

SV2 0.01 0.16 0.03 0.24 0.15 0.41 0.99 

SV3 0.09 0.19 0.00 0.22 0.21 0.45 0.73 

 
 

Table 4 Correlation coefficient and AVE square roots 

 
PICA AC PPR CE TW TM SV 

PICA 0.77       
AC 0.15 0.82      

PPR 0.17* -0.17* 0.83     
CE 0.20* 0.25** -0.05 0.86    
TW 0.20* 0.30** -0.34** 0.28** 0.85   
TM 0.01 0.24** -0.12 0.19** 0.44** 0.84  
SV 0.03 0.17* 0.02 0.25** 0.17** 0.44** 0.85 

Note:1.In the lower triangular region there are correlation coefficient between variables and in the diagonal there are the AVE square roots 
of variables.  2.** indicates significant at the 0.01 level, * indicates significant at the 0.05 level. 

 
Hypothesis Testing 

Using SmartpPLS 2.0, we set 155 as the sample size and 3000 as the repeat count in Bootstrap test. Finally we have the path 
analysis result in Table 5. Five of seven original hypothesizes have been supported and one of them is reverse. 
 

Table 5 The Result of Hypothesis Testing 

Hypothesis 
Parameter 

Estimates 
Mean Standard Deviation T Statistics Conclusion 

H1 PICA -> PPR 0.25 0.24 0.08 3.23 Support(Reverse) 

H2 PICA -> AC 0.18 0.19 0.09 2.03 Support 

H3 PPR -> AC -0.20 -0.21 0.09 2.13 Support 

H4 CE -> PICA 0.20 0.22 0.08 2.40 Support 

H5a TW -> PPR -0.41 -0.41 0.09 4.67 Support 

H5b TM -> PPR 0.02 0.01 0.13 0.19 Not Support 
H6 SV -> PPR 0.08 0.07 0.13 0.59 Not Support 
Note: T=1.65, p=0.1; T=1.96, p=0.05; T=2.58, p=0.01. [19] 
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Discussion 

 
Figure 2 Hypothesis testing results 

 
In Figure 2, the data in each path was showed in the format of ”path parameter (T statics)”. Five hypothesizes are supported 
while one of them is reverse with the original hypothesis. 
There is existing research shows that perceived control has negative influence on privacy concern[54]. Fogel and Nehmad also 
think people have stronger information control ability will perceive less privacy risk[15]. Different from their studies, our 
research result shows that perceived information control ability has positive influence on perceived privacy risk. In a 2009 
research of Facebook, there are no significant relation between information control ability and self-disclosure[10]. Different 
from this research we found there are significant positive relations between perceived information control ability and the 
accuracy of self-disclosure. We focus on these two hypothesizes different from former researches and think there may be four 
reason. Firstly, the rapid and real-time communication mode of micro blogging shortens the self-disclosure process. Secondly, 
as many privacy society events happened, users had more concerns of privacy risk and adopted more strict information release 
rule. Meanwhile we measurement the perceived information control ability but not real ability and this may reflect the 
awakening of people privacy concerns. Thirdly, SNSs platform provide more functions for users to control information, such 
as the audience choice function(appears in Facebook in 2010 and SINA micro blogging in 2012). Fourthly, users take some 
measures to strengthen information control, for example they can release different content in different kinds of SNSs. We think 
these two changing path is interesting and worth further study. 
Former research indicates that people have higher level of centrality in the community will have stronger control ability of 
group structure, group attributes and group behavior[3][5][45]. Our research finds that the user’s centrality has positive 
influence on perceived information control ability and we clear the relationship between the two variables. 
Trust has significant negative influence on perceived privacy risk [13][34]. The result of our study shows the factors which 
have negative influence on perceived privacy risk is trust on websites but not trust on members or shared vision in the 
environment of SNSs. We think the reason may be that most participants’ SNSs accounts are in SINA micro blogging platform. 
The information people released in SINA micro blogging can be read by public and users may not know the true identity of the 
audience. So the effective trust is still stay at the website level but not member level, and the share vision platform haven’t 
been fully constructed yet. 

 

 

CONCLUSIONS AND IMPLICATIONS 

 

By integrating Communication Privacy Management Theory, Disclosure Decision Model and Social Capital Theory, we 
propose a SNS self-disclosure model by identifying perceived information control ability (PICA) and perceived privacy risk 
(PPR) as two key antecedents of self-disclosure in SNSs. Further, the three dimensions of social capital are identified to be the 
antecedents of PICA and PPR.  
As there were already some articles investigate the self-disclosure behavior in SNS and mainly focused on the effect or 
performance of  self-disclosure. For example, scholars found the interaction effect between self-disclosure and social 
connection will directly predict Facebook communication and indirectly predict relational closeness[29]. As self-disclosure 
plays an important part in SNSs, our research focused on the decision process of  self-disclosure behavior. From theoretical 
perspective, this research investigates self-disclosure in SNSs by integrating three theories from different perspectives. Second, 
this research constructs a self-disclosure model by including both the individual and social factors. Third, we clarify the 
significant relationship between centrality and perceived information control ability. Last but not least, we found the factor 
effects perceived privacy risk is trust on websites but not trust on members or shared vision and this may relate to the 
characteristic of micro blogging. 
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From practical perspective, our research results may provide some suggestions to the development of SNSs. We discovered the 
audience choice function can enhance users’ information control ability. It’s an affirmation for the release of the audience 
choice function to the operating company(e.g. the group application in Facebook, audience choice function in SINA micro 
blogging, etc.).  Meanwhile, our self-disclosure model gave some directions to promote the accuracy of self-disclosure in 
SNSs, such as the explicitness of perceived privacy risk. There could be some privacy risk analysis plug-in in SNSs. Finally, 
we found that, arguably, the trust of SNSs was stay at the platform level but not member level. Future research could be 
conducted to further verify this issue. 
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